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Disciplining CBDCs: Achieving the Balance between Privacy Protection and Central Bank Independence

Cheng-Yun Tsang¹, Yueh-Ping (Alex) Yang² and Ping-Kuei Chen³

Abstract

Central bank digital currency (“CBDC”) is a crucial FinTech development that aspires to overhaul the current payment system. In the wake of the COVID-19 pandemic, CBDCs’ promises to reduce personal contact, facilitate socially desirable use of money, and initiate more targeted monetary measures have increased their popularity. In addition, CBDCs can potentially serve as a tool to internationalize a sovereign’s currency. World central banks, thus, have gradually formulated a consensus on structuring CBDCs, leaving the regulatory aspects of CBDCs deserving more attention. Among the regulatory issues related to CBDCs, observers often mentioned their association with privacy...
concerns, but comprehensive studies on this aspect of CBDCs remain limited.

In this paper, we discuss the privacy concerns associated with CBDCs and attempt to introduce discipline upon CBDCs and their issuing central banks. We first demonstrate the privacy implications of CBDCs and highlight the risks that issuing sovereigns misuse CBDCs to serve their agendas. We then discuss, in a domestic context, several architectural designs proclaimed to address CBDCs’ privacy concerns and propose further disciplinary mechanisms that may credibly enforce privacy protection laws against issuing central banks and other governmental authorities. We finally highlight the extraterritorial character of modern privacy laws, which allows foreign privacy protection regulators to discipline the CBDCs of other sovereigns. Through this analysis, we argue that applying modern privacy laws with proper supporting mechanisms may effectively discipline CBDCs and their issuing central banks.
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I. INTRODUCTION

CBDC is “a form of digital money or monetary value, denominated in the national unit of account, that is a direct liability of the central bank.”\(^4\) Central banks worldwide have started to devote resources to studying and developing their central bank digital currency, or CBDC.\(^5\) As of 2022, three sovereigns have reportedly launched nationwide CBDCs, including the Bahamas’s Sand Dollar, launched in October 2020, Nigeria’s eNaira, launched in October 2021, and Jamaica’s JAM-DEX, launched in June 2022.\(^6\) Besides, most major economies are taking steps to experiment with their pilot CBDCs. Among them, China is perhaps the leading one, which has accumulated 360 million pilot transactions amounting to RMB 100.05 billion (equivalent to USD 14.74 billion) as of August 2022.\(^7\) In addition to China, India launched its CBDC pilot in wholesale and retail segments in November and December 2022.\(^8\) Russia has started the pilot program for the wholesale digital ruble in 2022 and reportedly plans to launch retail CBDC pilots in April 2023.\(^9\) The European Union has also begun to contemplate the digital euros since 2021 and expects to conclude the investigation by the autumn of 2023.\(^10\)

Compared to the above, the United States’ progress is relatively conservative. While the Federal Reserve has started to consider the


potential of creating digital dollars and facilitated the related policy discussion, it has not officially decided whether to launch a U.S. CBDC. The Treasury also takes a similar stance. While it acknowledges the potential benefits of digital dollars, it highlights that “further research and development on the technology that would support a U.S. CBDC is needed, and could take years” [emphasis added]. That said, the Federal Reserve has also launched some pilot programs. A notable example is the collaboration between the Federal Reserve Bank of New York and nine major banks on a proof-of-concept project on wholesale CBDC since November 2022. The motives for a central bank to issue CBDC include many facets, ranging from saving money-printing costs, combatting counterfeit money, ensuring citizens’ access to the payment system, transparentizing the money flow, and facilitating the clearing and settlement of payments. The adoption of CBDC further enables technology transfer and building basic infrastructure, which may facilitate technology leapfrog in a country. The Federal Reserve, for instance, acknowledged that CBDCs have the potential to provide a safe foundation for private-sector innovations to meet their demands for payment services, level the playing field in payment innovation for private-sector firms of all sizes, and generate new capabilities to meet the evolving speed and efficiency requirements of the digital economy.

After the outbreak of the COVID-19 pandemic, CBDCs have received even more attention. For instance, CBDCs may facilitate remote transactions and thus help reduce personal contact and the spread of the pandemic.

---


13 U.S. DEP’T OF THE TREAS., THE FUTURE OF MONEY AND PAYMENTS: REPORT PURSUANT TO SECTION 4(B) OF EXECUTIVE ORDER 14067 45 (2022) [hereinafter TREASURY 2022 REPORT].


16 FEDERAL RESERVE 2022 REPORT, supra note 11, at 14-15.
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virus. CBDC-based transactions may also lower the need for bank services or ATMs. They help people keep accessing banking services while banks close branch offices during the pandemic. CBDCs may further enable a more targeted implementation of the bailout and monetary policies and thus help stimulate the economy slowed by the pandemic.

CBDCs’ impact at the international level is also significant. They may facilitate cross-border transactions by speedy and secure clearing. They may further help internationalize a sovereign’s currency. Therefore, even in the United States, whose U.S. dollar possesses a dominant international role, the Federal Reserve and Treasury acknowledged the need to study the digital dollars after considering that the technological efficiency and convenience of foreign CBDCs might decrease the global use of U.S. dollars in the long run.

CBDCs further lay down the technological foundation for multiple sovereigns to integrate their CBDCs into multi-CBDC arrangements to foster cross-border payment efficiency between them. For instance, the Bank for International Settlements’ Innovation Hub pays particular attention to the cross-border payment function of CBDCs. It has initiated numerous prominent cross-border CBDC projects to experiment with the viability of multi-CBDC arrangements, including the Project Inthanon-LionRock Phase 2, participated in by Hong Kong, Thailand, China, and UAE in 2021, Project mBridge, participated in by China, United Arab Emirates, Hong Kong, and Thailand in 2021, Project Jura, participated in by Switzerland and France in 2021, and Project Dunbar, participated in by Singapore, Australia, Malaysia, and South Africa in 2022. Upon the publication of the paper, many other projects will surely take place or demonstrate progress.

The potential benefits and opportunities being said, CBDCs are not

19 FEDERAL RESERVE 2022 REPORT, supra note 11, at 15; TREASURY 2022 REPORT, supra note 13, at 34.
21 MORTEN BECH ET AL., BANK FOR INTE’L SETTLEMENTS INNOVATION HUB, USING CBDCS ACROSS BORDERS: LESSONS FROM PRACTICAL EXPERIMENTS 4-9 (2022).
without concerns. For one thing, CBDC might pose a substitution effect on bank deposits. Private banks need alternative finance to fund their operations as bank deposits decrease. Alternative finance may include central banks’ finance, forcing central banks to undertake a more active role in this new financial landscape. Depositors would also have a safer place to flee to when panic in the financial system spreads. This raises the risk and speed of commercial bank runs, which aggravates the safety and stability concerns of the whole financial system. Furthermore, depending on the technological design, CBDCs could undergo operational disruptions or cybersecurity incidents, which causes resilience concerns. Last but not least, without proper design, CBDCs could be used by criminals for purposes of money laundering or financing terrorism, which raises crime prevention concerns.

Among the regulatory concerns associated with CBDCs, the privacy concern stands out. In a nutshell, through a CBDC’s ledger, the issuing central banks may record, observe, monitor, and even control the cash flow of their currency more efficiently. This enhanced efficiency, however, inevitably implicates the privacy of general citizens, which could trigger societal unease. Therefore, in the United States, the Federal Reserve listed

---

22 For a summary, see FEDERAL RESERVE 2022 REPORT, supra note 11, at 17-20.
23 See John Crawford et al., FedAccounts: Digital Dollars, 89 GEO. WASH. L. REV. 113, 149-50 (2021) (noting that central banks would use discount window credits to finance private banks, eventually making private banks “appear as instrumentalities or franchisees of the state rather than as private ‘intermediaries’”).
27 According to a public consultation study done by the European Central Bank, 43% of the public respondents report that privacy is the most crucial feature that they ask for a digital euro, which ranks the first among nine features under the survey. EUROPEAN CENTRAL
“privacy-protected” as the first of the four core qualities of a digital dollar.  

In Europe, the Eurogroup stressed that for the digital euro to succeed, it must ensure and maintain users’ trust, “for which privacy is a key dimension and a fundamental right.” The G-7 also expressed their concern that China’s digital yuan might allow the Chinese government access to transaction data and use it to infringe data privacy, suppress speech, and push out political opponents.

In theory, issuing central Banks may address CBDCs’ privacy concerns by keeping anonymity with their CBDC design. Nevertheless, many contradicting considerations preclude central banks from issuing anonymous CBDCs. Specifically, many CBDCs’ benefits are available only if central banks collect and process user data, such as transparentizing the money flow to facilitate anti-money laundering and counter-terrorist financing (AML/CFT) measures or carrying out more targeted monetary actions.

In the United States, the Federal Reserve has expressly negated the idea of an anonymous CBDC, stressing that a digital dollar, if any, must be identity-verified to combat money laundering and the financing of terrorism. In Europe, which emphasizes that CBDC’s design must ensure a high level of privacy, the Eurogroup composed of ministers from the Euro area also acknowledges the need to harmonize the privacy concern with “other policy objectives such as preventing money laundering, illicit financing, tax evasion, and ensuring sanctions compliance.” Similarly, in China, the People’s Bank of China has made it clear that “[a] completely anonymous CBDC is not feasible” and adopts the so-called “managed anonymity” approach.

If CBDCs are not anonymous, their privacy concerns would inevitably

---


30. Takami, supra note 25. See also Roula Khalaf & Helen Warrell, UK Spy Chief Raises Fears over China’s Digital Renminbi, FINANCIAL TIMES (Dec. 11, 2021), https://www.ft.com/content/128d7139-15d6-4f4d-a247-fc9228a53ebd (identifying that CBDC gives “a hostile state the ability to surveil transactions” and “exercise control over what is conducted on those digital currencies”).

31. FEDERAL RESERVE 2022 REPORT, supra note 11, at 13-14.

32. Eurogroup, supra note 29.


34. See generally id.
manifest. Balancing the utility of CBDCs against their privacy concerns thus becomes a challenge for CBDCs’ ongoing development. Currently, an increasing number of central banks, international organizations, and academic studies have noticed the importance of this challenge and proposed solutions. Some proposals rely on technological designs to address it, such as adopting the so-called “token-based CBDCs.” Some proposals rely on architectural designs to control the privacy concerns, such as adopting the so-called “intermediated CBDCs.” Some studies believe that the existing privacy regulations have adequately addressed CBDCs’ privacy concerns, under which central banks and other related parties simply need to comply with their privacy protection obligations. In general, the current studies appear optimistic that CBDCs’ privacy concerns are controllable.

In this paper, we reflect on the existing proposals and illustrate how they have underestimated the complexity of this issue. In a nutshell, privacy protections are easier said than done. There is an inherent informational asymmetry between CBDC users and the potential CBDC data controllers, including the central bank, its partnering intermediaries, and other government authorities. In the eyes of CBDC users, it is unclear which entities control what type of CBDC data. It is also unclear whether the entities controlling their CBDC data follow the privacy protection requirements. This information asymmetry is the root cause of the public perception that CBDCs may ultimately lead to a surveillance state. To address this inherent distrust, a central bank’s mere statement that it has adopted adequate technological designs, architectural designs, or privacy

---


37 See, e.g., Crawford et al., supra note 23, at 164-67.

38 China, for instance, appears confident that digital yuan’s managed anonymity is sufficient to balance the privacy concerns and other policy objectives. Mu, supra note 33, at 2-5.
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Disciplining CBDCs and the central bank for privacy reasons might introduce external supervisors into CBDC’s regulatory landscape. To begin with, disciplining the privacy protection measures of central banks involves imposing privacy protection requirements on central banks. However, as mentioned above, even if related disciplinary mechanisms are already in place, ensuring the credibility of these mechanisms remains challenging. This challenge begs a separate set of legal designs. For instance, a robust check-and-balance mechanism against central banks is warranted to enforce the legal requirements under privacy protection laws credibly. Therefore, a data protection authority separate from the central bank shall be present. In that case, which agency should be charged with enforcing disciplinary action against central banks? With what kind of regulatory tools? These regulatory issues call for a sophisticated set of legal and institutional designs.

On the other hand, introducing separate privacy supervisors for central banks might put central bank independence at risk. After all, the CBDC data controlled by central banks and other partnering intermediaries is extremely valuable. Other governmental authorities and politicians would be keen to obtain the CBDC data for policy purposes, such as crime prevention and detection, or political purposes, such as elections. Introducing a credible disciplinary mechanism against central banks creates a space for other governmental authorities or politicians to intervene in the central bank’s operation. Therefore, the legal and institutional designs for CBDCs shall not only balance between privacy concerns and other policy objectives, such as AML/CFT. They shall further consider the potential abuse that could compromise central bank independence. Essentially, they shall balance between three main pillars: privacy protection, the pursuit of other policy objectives, and central bank independence.

Striking the above balance is even more complicated in an international setting. As mentioned, CBDCs have the potential to evolve into more efficient cross-border payment instruments that help internationalize a sovereign’s currency. This means that the citizens of other receiving sovereigns may hold a sovereign’s CBDC. To that extent, the issuing central bank may control the receiving sovereign’s citizen data and thus trigger privacy concerns in receiving sovereigns.

To control these concerns, receiving sovereigns might exert the so-called “Brussels Effect” of modern privacy laws, that is, applying their

---

39 This somehow explains why, as mentioned above in Footnote 30, the international community expressed their distrust of China’s digital yuan notwithstanding the digital yuan’s managed anonymity design.

40 The term “Brussels Effect” is a term first used by Anu Bradford in 2012 to describe
privacy laws extraterritorially to the issuing central bank, the related government authorities, or the partnering intermediaries. For instance, the Treasury of the United States has made it clear that “the United States has an interest in ensuring that such systems are aligned with the principles of privacy, human rights, and other democratic values.”\textsuperscript{41} Therefore, when a sovereign’s CBDC goes international, it might be subject to not only domestic privacy laws but also multiple foreign ones.

We argue that the above Brussels Effect aspect of CBDC is a double-edged sword. On the one hand, foreign privacy laws and supervisors could be more independent and thus credible, considering that the issuing central bank has less opportunity to compromise or capture foreign privacy supervisors. On the other hand, a sovereign may use its privacy laws to serve the protectionism purpose. For instance, it may effectively prevent other sovereigns’ CBDCs from circulating in its territory on the grounds that issuing central banks and their partnering intermediaries do not adequately protect its citizens’ privacy. If most major sovereigns take advantage of the Brussels Effect of their privacy laws and game the disciplines of other sovereigns’ CBDCs, it would create a silo effect on all CBDCs, which limits the cross-border circulation of each sovereign’s CBDC. In that case, any CBDC would find it challenging to evolve into a cross-border payment instrument.

International coordination on privacy disciplines over CBDCs is undoubtedly warranted to break up the above tie. For instance, the Treasury of the United States has highlighted the U.S. government’s active international engagement to promote CBDC technologies that meet its domestic values and legal requirements.\textsuperscript{42} Indeed, an increasing number of bilateral, plurilateral, or multilateral agreements contain personal information protection provisions and attempt to promote compatibility between different privacy laws.\textsuperscript{43} However, since these international coordination efforts are in the form of trade agreements, a sovereign’s central bank would naturally need assistance from its trade departments or even the privacy supervisor to initiate the international coordination. To that extent, central bank independence is, again, at risk. This international perspective of CBDC thus formulates a different triangular relationship between privacy protection, cross-border payment efficiency, and central bank independence.

\textsuperscript{41} TREAUSURY 2022 REPORT, supra note 13, at 36.
\textsuperscript{42} TREAUSURY 2022 REPORT, supra note 13, at 36-37.
\textsuperscript{43} See, e.g., Comprehensive and Progressive Agreement for Trans-Pacific Partnership, art. 14.8(5), Mar. 8, 2018 [hereinafter CPTPP]; Digital Economy Partnership Agreement, art. 4.2(6), June 12, 2020 [hereinafter DEPA].
In this paper, we attempt to delve into the privacy concerns of CBDCs and discuss the associated implications from domestic and international perspectives. In Part II, we elaborate on CBDCs’ privacy concerns and the challenges posed by CBDCs to central bank independence. In Part III, we discuss potential CBDC designs proclaimed to address privacy concerns and specify three disciplinary mechanisms to enforce privacy laws in a domestic context. In Part IV, we move to the international aspect of CBDCs and highlight that the Brussels Effect of modern privacy laws may introduce foreign disciplines against issuing central banks but also lead to the silo effect of CBDCs. While the privacy law harmonization initiatives for addressing the silo effect are encouraged, they could also put central bank independence at risk. We conclude this paper in Part IV. In sum, we anticipate that central banks will encounter internal and external pressure to enhance CBDCs’ privacy protection during the design phase, which is likely an orderly development of CBDCs.

II. PRIVACY CONCERNS OF CBDCS AND THE CHALLENGES OF CENTRAL BANK INDEPENDENCE

A. A Primer of CBDCs

Despite sharing similar propensities, CBDCs differ from ordinary or private-sector-issued crypto-assets, such as Bitcoin or Ether. Crypto-assets refer to “representations of value or claims in digital form that rely on the use of a method of distributed ledger technology (DLT)” and typically exclude CBDCs from their scope. Crypto-assets are not backed by or connected to a sovereign currency, whereas CBDCs are highly connected to a sovereign currency.

CBDCs also differ from other private money, such as commercial bank money or other nonbank money. Commercial bank money is the digital form of money held in accounts at commercial banks. In contrast, nonbank money is the digital form of money held as balances at nonbank financial service providers (such as payment service providers (“PSPs”)). Although private money is typically connected to a sovereign currency by promising the conversion into public money on a one-for-one basis on demand, it represents a promise issued by the private sector. Therefore,

---


45 An exception is stablecoins, which refers to “a category of cryptocurrencies with mechanisms that are aimed at maintaining a stable value, such as by pegging the value of the coin to a specific currency, asset, or pool of assets or by algorithmically controlling supply in response to changes in demand in order to stabilize value.” 2022 Executive Order, supra note 4, § 9(e). To the extent that a stablecoin pegs its value to a specific currency, which is the majority case, it is connected to a sovereign currency.

46 Federal Reserve 2022 Report, supra note 11, at 5.
private money is susceptible to runs.\textsuperscript{47} By contrast, CBDCs are issued by the public sector, that is, the central bank, representing the central bank’s direct liability.

Depending on its architecture, CBDCs can be further classified into the following categories:

1. Wholesale versus Retail

Depending on their application scope, CBDCs can be used at a wholesale level or retail level. Wholesale CBDCs have restricted access and are used for wholesale payment and settlement transactions. By contrast, retail CBDCs, also known as general purpose CBDCs, are widely available and primarily targeted at retail transactions and other broader uses.\textsuperscript{48} Wholesale CBDCs are generally intended for banks and other financial institutions, while retail CBDCs are designed to be accessed and used by many consumers and businesses.\textsuperscript{49}

Wholesale CBDCs may be designed to facilitate large-value financial transactions, such as a settlement asset for digital clearinghouses. Retail CBDCs may be intended as an alternative to the existing payment instruments such as cash, checks, credit or debit cards, etc.\textsuperscript{50} Most central banks start their CBDC pilots from wholesale CBDCs. Recently, many central banks have shifted their focus to retail CBDCs.\textsuperscript{51}

2. Direct versus Indirect

Central banks may design their CBDCs as direct or indirect claims to themselves. Direct CBDCs represent a direct claim of CBDC users against the central bank. Contrastly, indirect CBDCs, also known as synthetic CBDCs, refer to the liabilities issued by private PSPs matched by funds held at the central bank.\textsuperscript{52} Some studies also term indirect CBDCs or synthetic CBDCs as “CBDC-backed e-money.”\textsuperscript{53}

Direct CBDCs resemble a central bank’s digital cash and are less subject to runs. By contrast, indirect CBDCs resemble private money issued

\textsuperscript{47} \textit{TREASURY 2022 REPORT}, \textit{supra} note 13, at 3-4.
\textsuperscript{48} CPMI, \textit{supra} note 5, at 4.
\textsuperscript{49} \textit{TREASURY 2022 REPORT}, \textit{supra} note 13, at 19.
\textsuperscript{50} \textit{Id.} at 19-20.
and operated by private PSPs. To the extent that the central bank can ensure that these private operators’ funds at the central bank match their liabilities, indirect CBDCs may resemble direct CBDCs. However, the central bank may not have sufficient information to perform this oversight duty.

3. Account-Based versus Token-Based

Central banks may design their CBDC as account-based or token-based. Account-based CBDCs refer to CBDCs tied to an identification scheme such that all users need to identify themselves to access it. In other words, in the case of account-based CBDCs, users must pass the verification to access and spend the CBDCs based on the CBDC user’s identity. Therefore, account-based CBDCs typically lack cash-like characteristics and cannot be transferred anonymously.

By contrast, token-based CBDCs refer to CBDCs secured via

---

54 Some studies do not consider indirect CBDCs as CBDCs because their holders do not have a direct claim against the central bank. It also highlights that indirect CBDCs lack the neutrality and liquidity of central bank money. Bank of Can. et al., supra note 4, at 3-4, 3 n.1.


56 HKMA, supra note 53, at 11-12.

57 In this paper, we refer to the criterion adopted by the Bank for International Settlements (“BIS”) for distinguishing between account-based and token-based CBDCs. We note that studies may adopt different criteria for distinguishing between account-based and token-based systems. For instance, some economic literature defines account-based systems as record systems that “require the keeping of accounts in the name of the payer and payee,” with their success hinging, most fundamentally, on “the ability of its participants to verify the identities of account holders, to ascertain the link between transactors and histories.” In contrast, they define token-based systems as store-of-value systems that “are founded on the transfer of some payments object between payer and payee, and depend critically on a payee’s ability to verify the payment objects.” In other words, to sufficiently verify the validity of a payment transaction, a token-based system requires verifying the validity of the object used to pay, whereas, an account-based system requires verifying the identity of the payer. Aldar C.-F. Chan, UTXO in Digital Currencies: Account-based or Token-based? Or Both? (2021), at 3-4, https://arxiv.org/abs/2109.09294 (last visited Feb. 11, 2023). While this conceptual distinction, in general, resembles the one adopted by the BIS, it effectively envisages a narrow scope of token-based CBDCs. For instance, the so-called “unspent transaction outputs” system (the “UTXO-based system”), a system often portrayed as contrasting to the account-based system, may be classified as an account-based system according to the criteria adopted by the economic literature. In fact, under this criterion, perhaps no digital records may fall within the category of the token-based system, leaving only physical payments in the token-based system. See generally id. Therefore, we refer to BIS’s criterion, under which the UTXO-based system may fall within the account-based or token-based system, depending on the level of anonymity adopted by the system. This is also the approach adopted by the Hong Kong Monetary Authority (“HKMA”). HKMA, supra note 53, at 22, 29-30.

58 BIS 2021 ANNUAL REPORT, supra note 36, at 91.

59 Arner et al., supra note 18, at 30.
passwords such as digital signatures that can be accessed anonymously.\textsuperscript{60} Therefore, token-based CBDCs do not necessarily require identification checks for each CBDC user. On that account, token-based CBDCs resemble cash or Bitcoin.\textsuperscript{61} Central banks can further design token-based CBDCs into different degrees of anonymity.\textsuperscript{62}

4. One-Tier versus Two-Tier

Central banks may design their CBDCs as one-tier or two-tier. Under one-tier CBDCs, also known as direct CBDCs, each CBDC user has an account with direct access to the central bank.\textsuperscript{63} In the one-tier CBDC, the central bank fully operates the CBDC system, including account opening, account maintenance, enforcement of AML/CFT rules, and day-to-day user service. It is generally agreed that one-tier CBDCs tax central banks’ excessive operational burden and might negatively impact innovation.\textsuperscript{64}

By contrast, under two-tier CBDCs, central banks delegate most operational tasks and user-facing activities to private partnering intermediaries, including commercial banks, non-bank PSPs, and others. Under this architecture, CBDC users do not have direct accounts with central banks. Instead, these private partnering intermediaries link CBDC users to central banks, handling the operational tasks such as AML or CFT for central banks.\textsuperscript{65} Central banks can thus focus on providing core and foundational CBDC infrastructure.

There are various ways to design two-tier CBDCs. The first one is a variant of the one-tier CBDCs. Under this simplest model, central banks only delegate the user-facing and authentication tasks to private partnering intermediaries. However, users remain to have direct accounts at central banks. Central banks, thus, still maintain the retail balances and process retail transactions.\textsuperscript{66}

The second one is “hybrid CBDCs.” Under this architecture, central banks delegate private partnering intermediaries to process all retail transactions in real-time besides user-facing tasks and user authentication. That said, central banks remain to record all retail balances as communicated by the intermediaries. Therefore, although central banks do not process retail transactions, they control the retail records.\textsuperscript{67} On the other hand, although the private partnering intermediaries handle retail

\textsuperscript{60} BIS 2021 \textit{Annual Report}, \textit{supra} note 36, at 92.
\textsuperscript{61} Arner et al., \textit{supra} note 18, at 30.
\textsuperscript{62} CPMI, \textit{supra} note 5, at 6.
\textsuperscript{63} Arner et al., \textit{supra} note 18, at 30.
\textsuperscript{64} See, e.g., BIS 2021 \textit{Annual Report}, \textit{supra} note 36, at 77-79; HKMA, \textit{supra} note 53, at 10.
\textsuperscript{65} Arner et al., \textit{supra} note 18, at 31-32.
\textsuperscript{66} HKMA, \textit{supra} note 53, at 11.
\textsuperscript{67} Id.
transactions for CBDC users, these users hold claims directly against central banks instead of these intermediaries.\textsuperscript{68}

The third one is “intermediated CBDCs.” Under this architecture, central banks do not record any retail balance. Instead, they only keep wholesale balances of individual partnering intermediaries. Therefore, only the respective intermediaries withhold and maintain detailed records of retail transactions and balances.\textsuperscript{69} To the extent that central banks do not withhold the retail records but remain obliged to honor these retail claims, they need to supervise partnering intermediaries to ensure the integrity and availability of these records.\textsuperscript{70} The Federal Reserve of the United States appears to favor this architecture.\textsuperscript{71}

5. Centralized versus Distributed

CBDC payment involves the transfer of central bank liability recorded on a ledger. Central banks can determine how to design the CBDC ledger.\textsuperscript{72} A central bank may consider adopting a centralized ledger to record CBDC data. A centralized ledger, in turn, requires a central institution, typically the central bank, to administer the ledger and transfer the liabilities.\textsuperscript{73}

In contrast, a central bank may consider adopting a distributed ledger by employing distributed ledger technology (“DLT”), such as blockchain, to record CBDC data. The DLT-based system for administering the CBDC ledger can be permissioned or permissionless.\textsuperscript{74} For instance, the Federal Reserve of the United States is considering using DLT for wholesale payments.\textsuperscript{75}

Besides centralized and distributed ledgers, there are other variants. For instance, a central bank may consider a centralized ledger with a small number of data centers or a centralized ledger with a cap on allowable offline transactions.\textsuperscript{76}

\begin{itemize}
\item \textsuperscript{68} Auer & Böhme, supra note 36, at 11.
\item \textsuperscript{69} HKMA, supra note 53, at 11-12.
\item \textsuperscript{70} Auer & Böhme, supra note 36, at 12.
\item \textsuperscript{71} Federal Reserve 2022 Report, supra note 11, at 13-14 (noting that “[w]hile no decisions have been made on whether to pursue a CBDC, analysis to date suggests that a potential U.S. CBDC, if one were created, would best serve the needs of the United States by being privacy-protected, intermediated, widely transferable, and identity-verified”, and highlighting the merits of intermediated CDCs by stating that “[a]n intermediated model would facilitate the use of the private sector’s existing privacy and identity-management frameworks; leverage the private sector’s ability to innovate; and reduce the prospects for destabilizing disruptions to the well-functioning U.S. financial system”).
\item \textsuperscript{72} For the discussion of other ledger design choices, see Bank of Can. et al., supra note 4, at 12-13.
\item \textsuperscript{73} Treasury 2022 Report, supra note 13, at 21.
\item \textsuperscript{74} Id.
\item \textsuperscript{75} Federal Reserve 2022 Report, supra note 11, at 23.
\item \textsuperscript{76} Bank of Can. et al., supra note 4, at 14-15.
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6. Interest-bearing versus Non-interest-bearing

Central banks also need to determine whether their CBDCs bear interest or not. Interest-bearing CBDCs, or deposit-like CBDCs, may incentivize the general public to hold CBDCs instead of depositing CBDCs in the bank account. The concern, however, is that if the general public substitutes interest-bearing CBDCs for bank deposits on a large scale, commercial banks would face funding problems.\(^77\) Moreover, this substitution effect might further compromise the financial intermediary role of banks in an economy.\(^78\)

In contrast, non-interest-bearing CBDCs, or cash-like CBDCs, do not trigger this concern.\(^79\) Some studies further propose a tiering interest rate system for CBDCs, under which the interest rate decreases as the volume of CBDCs held by individuals increases.\(^80\)

7. Summary

As the understanding of CBDC increases, world central banks have gradually formulated several consensuses on CBDCs’ architectural designs. For instance, they often start by experimenting with wholesale CBDCs and then consider proceeding to experiment with retail CBDCs.\(^81\) They generally prefer direct CBDCs over indirect CBDCs because they envisage cash-equivalent CBDCs.\(^82\) They prefer account-based CBDCs over token-based CBDCs because they need to address AML/CFT concerns, but they tend to preserve a small scale of token-based CBDCs.\(^83\) While some sovereigns prefer to adopt interest-bearing CBDCs but set a limit on the interest rate to prevent an excessive challenge to the existing banking system,\(^84\) more sovereigns prefer non-interest-bearing CBDCs to avoid competition with commercial banks.\(^85\) Most central banks tend to adopt

\(^{77}\) Federal Reserve 2022 Report, supra note 11, at 17.

\(^{78}\) For related studies, see CPMI, supra note 5, at 14-17.

\(^{79}\) Id.


\(^{81}\) Taking the United States, the latecomer in CBDC, for instance. While the United States has not launched any retail CBDC pilots as of 2022, the Federal Reserve Bank of New York has started to conduct a proof-of-concept project on wholesale CBDCs with major financial institutions since November 2022. Federal Reserve Bank of New York, supra note 14.


\(^{83}\) Id. at 5.

\(^{84}\) Id. at 36.

centralized CBDCs for the time being while acknowledging the potential of DLT-based CBDCs in the long run.\textsuperscript{86}

Moreover, the consensus among policymakers is that CBDCs have the most advantages through a two-tier architecture.\textsuperscript{87} While one-tier CBDCs have the advantage of reducing the intermediary process and saving the intermediary costs, two-tier CBDCs receive more popularity for several reasons. First, two-tier CBDCs bring the slightest challenge to the existing financial system. Banks and PSPs may continue servicing their CBDC users. The difference is that they are not providing deposit or payment services on their accounts but CBDC intermediary services as the issuing central banks’ agents.

Second, two-tier CBDCs introduce private partnering intermediaries to assist central banks in providing user services. This public-private partnership is a more efficient allocation of duties because central banks would find it challenging to handle the day-to-day operations of a CBDC.\textsuperscript{88} For instance, under two-tier CBDCs, central banks can delegate AML and CFT tasks to private partnering intermediaries, which saves them the costs and labor required for these legal compliance works. For another instance, two-tier CBDCs introduce private sectors that have the advantage of promoting innovation and competition and driving flexibility, convenience, and adoption.\textsuperscript{89}

Third, one-tier CBDCs are not only subject issuing central banks to daily KYC tasks. They also put the whole banking system at risk by causing deposit outflows from commercial banks to the issuing central bank, which fundamentally undermines the contemporary financial intermediary system.

B. CBDCs: A New Mandate of Central Banks

1. The Expanding Mandates of Central Banks

Modern central banks are responsible for many mandates beyond their original design. Central banks nowadays are involved in managing monetary policies, ensuring full employment, taming inflation, stimulating the economy, promoting financial inclusion, ensuring a robust financial system, and even tackling climate changes and inequality.\textsuperscript{90} These mandates

\textsuperscript{86} Arner et al., \textit{supra} note 18, at 45. The finding is that DLT might have the advantage in resilience and the potential to make secure peer-to-peer and offline payments. However, the existing experiments show that DLT is quite inefficient when it comes to retail CBDCs. Some central banks are also considering adopting partial DLT to build their CBDC, but this is a DLT system that is very different from the technology used in cryptocurrencies.

\textsuperscript{87} Auer et al., \textit{supra} note 82, app. B at 4-5.

\textsuperscript{88} Arner et al., \textit{supra} note 18, at 47.

\textsuperscript{89} BANK OF CAN, ET AL., \textit{supra} note 4, at 16.

gradually erode the independence of central banks as they play a greater role in the welfare of citizens and subject them to domestic political pressure.91

So far, these mandates are mostly related to achieving government objectives through macroeconomic management. Central banks adopt various policies to achieve policy objectives requested by governments. Sometimes these objectives are not in accordance with central banks’ desired policies, and central bankers may resist these requests. This principal-agent problem becomes severe as central banks struggle to maintain independence.92 A typical example of this problem is that a government would request its central bank to stimulate the economy with monetary tools, which is a politically popular decision. However, the central bank would be reluctant to follow the government’s request because it is originally designed to combat inflation and maintain financial stability.

Such struggles became more frequent during the COVID-19 pandemic. The grim economic prospect under lockdown and the health emergency further pushed governments to ask their central banks to play a role in salvaging the economic downturn.93 Central banks are forced to conduct countercyclical stimulus measures to keep the economy from failing. Sometimes central bankers may compromise their professional judgment to implement policies their governments favor. Frictions between the two have become more common. President Trump’s criticism of


92 See, e.g., Michele Fratianni et al., Central Banking as a Political Principal-Agent Problem, 35 ECON. INQUIRY 378 (1997); Robert Elgie, The Politics of the European Central Bank: Principal-Agent Theory and the Democratic Deficit, 9 J. EUR. PUB. POL’Y 186 (2002); Stanley Fischer, Central-Bank Independence Revisited, 85 AM. ECON. REV. 201 (1995); Massimiliano Castelli & Stefan Gerlach, Central Banks are Too Risk Averse as Investors (SUERF Policy Note, No. 78, 2019).

Federal Reserve policies, Turkish President Erdogan’s expulsion of central bankers, and Azerbaijan President Aliyev’s dismissal of his central bank governor, who served 27 years, all suggest that government intervention into central banks has become increasingly stringent.94

As the financial world digitalizes, the central bank has a new mandate: CBDCs. Many sovereigns have been exploring, testing, and developing CBDCs.95 It is widely believed that the urgency to promote electronic payment and financial inclusion, and the need to respond to the rise of private sector crypto-assets gave this trend momentum.96 The rise of global stablecoins, particularly the challenge posed by Facebook’s Libra or Diem projects, also forces central banks to think seriously about digitalizing their currencies.97

Increased sovereigns have adopted or experimented with CBDCs. As illustrated in Part I of this paper, as of 2022, the Bahamas, Nigeria, and Jamaica have adopted retail CBDCs. Besides them, many sovereigns launched CBDC pilots to experiment with the issuance of CBDCs. Sweden was reportedly the first sovereign officially announcing their work on retail CBDCs.98 It launched the “e-Krona” project to experiment with CBDCs in 201799 and entered the second phase of pilots in February 2021.100 In addition to Sweden, China commenced its Digital Currency Electronic


95 For a summary, see generally ANNEKE KOSSE & ILARIA MATTEI, Gaining momentum – Results of the 2021 BIS Survey on Central Bank Digital Currencies (Bank for Int’l Settlements Paper, No. 125, 2022).


98 Auer et al., supra note 82, at 6.


Payment (“DC/EP”) pilot project in 2020. This project is, by far, the largest CBDC pilot, which has accumulated 360 million pilot transactions amounting to RMB 100.05 billion (equivalent to USD 14.74 billion) as of August 2022. Other major economies, including India and Russia, have started their CBDC pilots. The United States, the United Kingdom, and the European Union are also assessing the issuance of CBDCs. Likely, we will shortly see more sovereigns give life to CBDCs and use them for retail purposes in a scalable manner.

Major economies generally have a consensus that CBDCs should be efficient, convenient, secure, interoperable, and easily accessible. Moreover, CBDCs should be designed to minimize their impact on the existing financial system. They should refrain from excessively competing with bank deposits, e-money, and other payment instruments issued by commercial banks or private companies. Therefore, central banks generally encourage the private sector to incorporate CBDCs into their existing payment applications. They also recognize the significant role cash plays in societies and do not intend to phase out or replace cash even if a cashless society makes a negative interest rate policy available. Ideally, central banks shall minimize CBDC’s impact on the financial system, maintain financial and monetary stability, and embrace innovation while ensuring safety.

2. CBDCs: A Challenging Mandate for Central Banks

CBDCs bring a set of challenging tasks to central banks. Central banks receive the mandate to develop and facilitate the operation of CBDCs. This mandate includes the design of a secure and reliable CBDC that prevents counterfeit digital money, a fully operational CBDC system that maintains and verifies transactions, an electronic payment system that accommodates different payment platforms developed by PSPs, a mechanism that effectively enforces AML/CFT regulations, and a system that ensures safe and secure cross-border payment.

Building a CBDC system further requires horizontal coordination between different government agencies. It would bring together managers of national ID schemes, financial supervisors, and cybercrime investigation agencies. It may also include national security agencies, trade and
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102 In fact, the coexistence of cash and CBDC is also a commonly recognized principle by many sovereigns. BANK OF CAN. et al., supra note 4, at 10.
103 Id.
investment agencies, public transportation departments, and social welfare departments. Among these government agencies, central banks are likely to take the responsibility of designing CBDC regulatory frameworks. It is less doubtful that CBDC development has become part of central banks’ mandates. Other agencies and departments are expected to accommodate their policies to CBDCs and establish regular contact with central banks to facilitate their assigned duties.

CBDCs also bring significant changes to the financial system. The two-tier CBDCs, as illustrated above, require commercial banks, PSPs, and other third-party service providers (“TSPs”) to cooperate with central banks. These partnering intermediaries will develop account management and user interface and play a role in user and transaction data protection. Such an enormous cooperation project requires central banks to consider how CBDCs will accommodate the mandates of different public and private institutions. Central banks thus take a principal role in coordinating the different needs of these institutions. In other words, CBDCs development not only involves building a reliable system but also requires a governance structure surrounding the distribution and application of CBDCs. The scope of such governance might expand the mandate of central banks and connect central banks to other non-monetary policy objectives.

On the other hand, since central banks’ CBDC mandate intersects or overlaps with other government authorities’ mandates, this creates room for the executive branch to interfere with central bank decisions. The executive branch has the incentives to interfere. As mentioned above, governments increasingly intervene in central bank decisions and compromise their independence. CBDCs’ emergence might exacerbate the power struggle between political leaders and central banks. Government intervention would foreseeably complicate the CBDC governance as governments may not have aligned interests with central banks on various issues concerning the use of CBDC.

C. CBDC’s Achilles Heel: Privacy Concerns

CBDCs’ privacy concerns may serve as a battlefield for the power struggle between political leaders and central banks. Specifically, CBDCs allow central banks to observe, monitor, and even control cash flow more effectively. Central banks may thus identify users and further track and analyze their transaction records based on their CBDC data. While central
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106 Central banks’ tasks are directly related to CBDCs. Sovereigns that are interested in CBDCs assign central banks or their branch organizations to conduct research and test of CBDCs. For central banks’ role in CBDC governance, see Marianne Bechara et al., The Impact of Fintech on Central Bank Governance (IMF Fintech Notes, No. NOTE/2021/001, 2021).
banks usually do not need user data to achieve their mandates, other government agencies may find the data useful. The privacy concern is not only about how central banks manage user data but also about central banks’ partnership with other agencies.

1. CBDCs and the Inevitable Privacy Implications

Technologically, a central bank may choose to design its CBDCs in a manner free from privacy implications. In practice, however, for various policy purposes, central banks would refrain from adopting such a CBDC design. Below we explain their rationales and the resulting privacy implications of CBDCs.

i. CBDCs’ Design Choices and Privacy Implications

CBDCs’ design is highly flexible. Central banks may choose the CBDC designs to accommodate the need for digitalization and to improve financial inclusion. For instance, CBDCs have the advantage of allowing central banks to effectively track cash flow to combat the illicit use of money, prompt more effective monetary policies, and help governments distribute or redistribute resources more efficiently.\(^{107}\) Under certain designs, central banks can further stop, if not revert, illicit transactions, which allows users to retrieve stolen CBDCs. They may also restrict the use of CBDCs to achieve policy objectives.

The “programmability” of CBDCs further suggests that it is technologically feasible to limit the amount, duration, locations, and payees when people use CBDCs.\(^{108}\) This CBDC feature allows central banks to issue a special type of CBDC only applicable under designated circumstances. This special type of CBDC is particularly useful for government services such as welfare policies because only the target groups receive the CBDC, and the government can ensure the CBDC is used for the intended purpose. Therefore, a government may substitute programmed CBDCs for government-issued vouchers designed for specific purposes.\(^{109}\)

---


\(^{109}\) There is a distinction between programmable money and programmable payments. CBDC has the potential to enable both. See Jonas Gross et al., Designing a Central Bank Digital Currency with Support for Cash-Like Privacy, (2021), https://papers.ssrn.com/abstract=3891121.
For instance, a government may issue credits in CBDCs that can only be used to reserve hotels, which is a more efficient tool to bail out the tourist industry than government-issued vouchers. Central banks or governments can further decide how and where certain CBDCs are applicable based on the types of government services. They can also block transactions when there are signs of illicit activities. Central banks will thus have a role in credit and resource redistribution, a task usually bestowed upon governments. In practice, the government may provide guidance to central bankers by creating a list of services and rules. Central banks would then be responsible for setting up the CBDC system to achieve the government’s policies.

To reap the above benefits, central banks require identification during CBDC transactions. CBDCs’ identification requirements create privacy concerns that are very different from physical cash. Physical cash is entirely anonymous. Therefore, there is no record of who owns or transacts the said cash. In contrast, CBDC’s ownership and transaction records are usually kept in data servers administered by central banks. Central banks may further decide what information to preserve, how long it will be preserved, and who can access data under what circumstances when designing CBDCs. Central banks’ power over CBDC records inevitably triggers privacy concerns.

The level of CBDCs’ privacy concerns varies by different architectural designs. The central bank undoubtedly undertakes the primary privacy protection duty in one-tier CBDCs, where the central bank directly holds all CBDC data. Even in two-tier CBDCs, under which the central bank delegates most CBDC operational tasks to partnering intermediaries, it is not free of the privacy protection duty. As will be illustrated later, if a central bank chooses intermediated CBDCs, under which it merely holds wholesale data and leaves retail data in the hands of partnering intermediaries, its privacy protection duty might be less. That said, it remains obliged to supervise the privacy protection measures of the delegated partnering intermediaries. On the contrary, if a central bank chooses hybrid CBDCs, under which it receives and consolidates the retail CBDC data from partnering intermediaries, its privacy protection duty remains. So is the case with the variant of one-tier CBDCs.

In illustrating CBDCs’ privacy concerns, we will start with hybrid CBDCs since it is, by far, the most popular design. Sweden’s E-Krona and China’s DC/EP, the two primary CBDC pilots, adopt this architectural
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110 Offline transactions still require users to reconnect the server to validate the transaction, which can be called M0.5. See David Kuo Chuen Lee et al., A Global Perspective on Central Bank Digital Currency, 14 CHINA ECON. J. 52 (2021).

111 See generally Auer & Böhme, supra note 36.

We will also discuss the central bank’s legal responsibility if it delegates the CBDC system or data management services to a professional third party.

### ii. The Privacy Implications of Hybrid CBDCs

In hybrid CBDCs, the central bank and partnering intermediaries hold retail CBDC data that involves privacy concerns. In practice, partnering intermediaries are in the front line, being delegated the operational tasks to handle user-facing activities, including account opening, account maintenance, enforcement of AML/CFT rules, and other day-to-day user services. They, therefore, collect and withhold the private information of CBDC users, such as their names, locations, online identifiers, contact information, CBDC balance, CBDC transaction histories, and other information specific to a CBDC user’s economic or social identity. They shall undertake privacy protection duties.

Furthermore, the central bank similarly collects and withholds the above private information. In hybrid CBDCs, partnering intermediaries circulate retail CBDC data to the central bank. In turn, the central bank integrates the data received from each intermediary into a consolidated retail CBDC ledger. To that extent, the central bank’s retail CBDC data is more comprehensive than any individual intermediary. Based on this information, it possesses the capacity to profile each CBDC user, that is, evaluate certain personal aspects relating to a CBDC user, such as their economic situation, personal preferences, behavior, location, or movements. Profiling allows the central bank to infer further the overall wealth, transaction history, personal preferences, and social, economic, and even political activities of each CBDC user. A government with such capacity can evolve into a surveillance state that monitors and controls each CBDC user’s activities, which triggers a severe human rights concern. The central bank shall undoubtedly undertake the privacy protection duty to mitigate this concern.

To complicate the situation, whether the central bank should further undertake a vicarious duty for partnering intermediaries is unclear. In a typical outsourcing relationship, under which an outsourcing bank delegates an outsourced third party to perform certain bank businesses or activities, the central bank typically bears the ultimate responsibility for any misconduct of the outsourced third party. However, similar regulatory logic does not necessarily apply to the delegation relationship between the
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113 Auer et al., supra note 82, at 22-24.
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central bank and partnering intermediaries in hybrid CBDCs. It, therefore, begs the question of to what extent the central bank should undertake the privacy protection liability caused by partnering intermediaries. In any event, the central bank shall at least establish regulatory measures to supervise the privacy protection measures of these intermediaries and hold them accountable for any privacy breach, data abuse, or privacy infringement caused. This supervisory oversight involves clarifying the existing legal framework and establishing institutional check-and-balance.

On the other hand, given the concern of financial stability, AML/CFT, fraud and theft, and other potential illicit uses of CBDC, it is widely accepted that central banks are justified to retain the ability to trace and monitor CBDC transactions. Hybrid CBDCs may satisfy this need. Although partnering intermediaries take charge of the KYC process and most user-facing activities, central banks keep the consolidated retail CBDC ledger that records all retail CBDC data. Therefore, central banks retain the ability to access and analyze the related data to facilitate the above justifiable policy purposes.

Even if the central bank commit to dis-identifying user information to keep the privacy commitment, this commitment alone does not eliminate the possibility for them or other governmental agencies, such as law enforcement and intelligence agencies, to re-identify the personal information by piecing together information from other sources. Therefore, while hybrid CBDCs are less anonymous and are thus more of a privacy concern, they might be desirable for pursuing other policy objectives.

2. The Uneasy Task of Privacy Protection

To the extent that central banks cannot and should not eliminate privacy concerns related to CBDCs, the next question becomes how to
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discipline central banks to reduce privacy concerns to a tolerable level that can be managed.

Disciplining central banks from a privacy perspective entails certain legal designs. For instance, under what conditions are central banks permitted or even required to process CBDC data or share the data with other governmental agencies? How should a central bank ensure that it will follow the privacy protection requirements, such as the legitimate use, the minimization principle, and the internal control requirement? Modern privacy laws, such as the General Data Protection Regulation (“GDPR”) in the European Union or the California Consumer Privacy Act (“CCPA”) and California Privacy Rights Act (“CPRA”) in California, the United States, lay down comprehensive sets of privacy laws imposed on private businesses, which sometimes extend to public authorities. They may similarly apply to issuing central banks and their partnering intermediaries, rendering privacy protection challenging for central banks. Below we illustrate the challenges of data protection and data security aspects.

### i. Central Banks and the Uneasy Task of Data Protection

Central banks are not designed to deal with data, not to mention very sizable data like CBDC data. If a central bank collects, stores, and processes CBDC data, it must implement a well-crafted data governance regime to comply with relevant data protection laws.

Data governance, however, could be beyond a central bank’s capacity. Modern data protection laws, such as GDPR, have established a complicated web of principles to govern the processing of personal data, including lawfulness, fairness, transparency, purpose limitation, data minimization, accuracy, storage limitation, integrity, and confidentiality. Suppose a central bank or any governmental agency attempts to collect or use available CBDC data to pursue certain public functions. In that case, it inevitably engages in personal data processing and shall abide by these principles accordingly. In GDPR’s context, issuing central bank’s access and processing of personal data will be treated as governmental use of personal data, subject to relevant safeguards. Compliance with these regulations, however, is easier said than done, not to mention that not every sovereign has data protection laws like GDPR.

Take the principle of lawfulness as an example. Suppose a central bank wishes to process CBDC data without obtaining the user’s consent. In
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118 Regulation 2016/679, of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation), art. 5.1, 2016 O.J. (L 119) [hereinafter GDPR].

that case, modern data protection laws typically require a specific and unambiguous legal mandate that lays down the legal basis for said data processing. In other words, the central bank may not simply resort to the abstract concept of public goods. Without such clear legal mandates, the central bank can only establish the lawfulness of its CBDC data processing by obtaining prior consent from related data subjects. Even in that case, modern data protection laws require informed consent which disqualifies blanket consent by data subjects for the future processing of their data for open-ended purposes. Accordingly, to use CBDC data, the central bank must follow the legal requirements to obtain qualified informed consent, such as specifying the exact uses and purposes of the CBDC data processing in advance.

The central bank must also learn how to establish a robust internal control mechanism to protect privacy. Modern data protection laws impose many internal control requirements upon data controllers, such as the requirements related to records, security, data breach notification, impact assessment, data protection officer, etc. By withholding CBDC data, the central bank needs to implement appropriate technological and organizational measures to ensure that its data processing is in accordance with data protection laws. This is a significant change to the current central bank practice. Currently, central banks only issue physical cash that does not involve personal data and thus need not introduce related internal control measures. To be sure, central banks are not entirely inexperienced in adopting privacy-related internal control measures. That said, the scale of the potential compliance cost is different this time because CBDC is issued to a significant number of people at a substantial amount.

In sum, issues surrounding CBDC data governance are manifold. All require expertise that central banks generally do not have. To make the case even worse, central banks have already suffered from the “distraction disease,” in the sense that they have undertaken too many atypical missions, ranging from traditional mandates, such as ensuring price stability and full employment, to new mandates, such as promoting financial inclusion, tackling climate change, and curing inequality. Given so many
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120 GDPR, supra note 118, art. 6.3.2.
121 Id.
122 Id. art. 24.1.1.
124 For example, the General Manager of the BIS also recognized the inequality has been a rising concern, but the central banks currently do not have the necessary mandates and tools to achieve targeted distributional outcomes yet. Agustín Carstens, General Manager, Bank for Int’l Settlements, Central Banks and Inequality, Remarks at Markus’ Academy, Princeton University’s Bendheim Center for Finance (May 6, 2021), https://www.bis.org/speeches/sp210506.pdf . As for whether the central bank should undertake any role in tackling climate changes, major central bankers’ views are also
agendas on their plates, central banks do not necessarily have the extra capacity to ensure a robust internal data governance mechanism to safeguard the privacy and security of CBDC data.

\textit{ii. Central Banks and the Uneasy Task of Data Security}

To maintain a secure and efficient CBDC service, central banks must step into information technology with which they are unfamiliar. Central banks, however, do not necessarily have the extra technological capacity. After all, due to resource and talent constraints, many central banks cannot afford to hire information engineers and data scientists.\textsuperscript{125} Therefore, while laws may mandate central banks to be responsible for maintaining and securing the CBDC data, central banks may not have the expertise to tackle the related cyber risk.

Moreover, to the extent that the two-tier CBDCs have become mainstream, the issuing central bank should cooperate with partnering intermediaries. For instance, central banks may have to collaborate with commercial banks or PSPs to conduct KYC and distribute CBDC or engage technology solution providers or TSPs to store, process, and analyze the collected CBDC data.\textsuperscript{126} This further complicates the central bank’s data management. A glitch or misstep by these partnering intermediaries may fare into a cyber security event or privacy infringement. In that case, it would likely be the central bank’s responsibility to clean the mess. To prevent the potential disaster, issuing central banks must know how to prevent, detect, and mitigate such glitches or missteps and possess the necessary mechanism to supervise their partnering intermediaries. Unfortunately, this know-how and skillset are typically not within the central bank’s capacity.

3. CBDC’s Privacy Concerns and Central Bank Independence

Current studies have generally noted the inherent conflict between privacy and other public policies associated with CBDCs. However, in this paper, we argue that CBDCs’ privacy implications are more complicated than that. Specifically, we wish to highlight an additional layer: the inherent conflict between the privacy aspects and central bank independence. We argue that while modern privacy laws may discipline central banks and divergent. See, e.g., Elliot Smith, \textit{Major Central Bankers Dispute Role in Tackling Climate Change as They Battle Inflation}, CNBC (Jan. 11, 2023), https://www.cnbc.com/2023/01/11/major-central-bankers-dispute-role-in-tackling-climate-change-as-they-battle-inflation.html.

\textsuperscript{125} Sandra Waliczek & Arushi Goel, \textit{When It Comes to Central Bank Digital Currencies, We Need Public-Private Cooperation}, \textit{WORLD ECON. FORUM} (May 23, 2022), https://weforum.org/agenda/2022/05/cbdcs-the-case-for-public-private-cooperation.

\textsuperscript{126} Data management is likely a responsibility of non-bank operators. Peter Wierts & Harro Boven, \textit{Central Bank Digital Currency - Objectives, Preconditions and Design Choices} (De Nederlandsche Bank Occasional Studies, No. 20-01, 2020).
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address part of the privacy concerns with CBDCs, they also risk compromising central bank independence.

Maintaining central bank independence has long been a doctrine among the global financial community. This doctrine is based on empirical evidence that central banks work more efficiently with fewer government interventions. Governments are inclined to prefer looser monetary policy, which contradicts central banks’ primary objective. Central banks regularly face pressure to pursue short-term political agendas. More independent central banks can better resist these pressures and maintain professional decisions that benefits long-term economic stability. The degree of independence usually rests on the institutional design of central banks. Common measures include tenure protection for central bank governors, an uninterrupted decision-making process, and clear mandates for central banks. Central bank independence minimizes policy volatility. It helps send a clear signal to the market. Independence allows a central bank to exercise its monetary discretion impartially, unaffected by political pressure.\(^{127}\)

Despite this doctrine’s importance, other governmental agencies have always had the motivation to interfere with central banks’ operations, as illustrated above. By creating a master ledger containing comprehensive CBDC data, CBDCs create an additional opportunity for derogating central bank independence. Other governmental authorities would be eager to gain access to CBDC data to accommodate their interests or fulfill their duties. They may try to access central bank data or force central banks to collect it. When a government has such access, there is a risk of privacy infringement and potential human rights violations.\(^{128}\) It may erode central bank independence with the claim that their actions serve public policy objectives and are completely legal. Central bank independence against the need of other governmental agencies becomes the dispute in this scenario.

To be sure, governments worldwide, democracies and authoritarian states alike, are keen to make public commitments to user privacy. Privacy protection has become a priority because the general public cares deeply about anonymity and distrusts the government.\(^{129}\) But these commitments are likely to be cheap talk. There is little, if any, check-and-balance to


\(^{128}\) For the study raising the concern that using CBDC might introduce privacy concerns, see Gabriel Soderberg et al., *Behind the Scenes of Central Bank Digital Currency: Emerging Trends, Insights, and Policy Lessons* (IMF Fintech Notes, No. NOTE/2022/004).

ensure that central banks and their governments will protect user privacy and process CBDC data responsibly. On that note, governments, in effect, may misuse CBDC data and infringe on user privacy because they have an interest in using the CBDC data to fulfill their mandates. Law enforcement, crime prevention, intelligence detection, or even national security can benefit from CBDC data. In brief, the government has an inherent conflict of interest.

When a government chooses to initiate such surveillance and employs its central bank to do so, not every central bank can say no. Admittedly, most major central banks enjoy independence. Nonetheless, as illustrated above, it is not uncommon to see elected politicians demand that central bank governors follow their agenda. When a government requires its central bank to utilize CBDC data, it severely threatens citizens’ privacy and jeopardizes the central bank’s independence. Admittedly, we have not seen publicized cases where governments misuse CBDC data. After all, the number of active CBDC cases is limited. Nevertheless, one would reasonably expect that a more authoritative political entity, like China, is likely to direct its central bank to achieve political and policy agendas.

Besides, insufficient privacy protection safeguards indeed have led to low public trust in CBDCs. Nigeria, for example, has in place the Nigeria Data Protection Regulation (NDPR) to protect data privacy and also govern the privacy aspects of its CBDC, eNaira. However, neither the government nor the Central Bank of Nigeria have sufficiently robust institutions to enforce NDPR. The public trust in the government’s capacity to protect personal data, thus, remains low. Analysts have pointed out that the privacy concern is one of the main reasons resulting in low eNaira adoption.

The problem can be more acute if a CBDC is programmable. For instance, if a government were to dissuade a mass protest, it might limit the CBDC transactions around the protest location; it may track protesters’ footprints using public transportation records; it may disable protesters’ e-wallets; it may anticipate violent behaviors based on the transaction records of the protesters. CBDCs provide government agencies with a tool to

perform their tasks more efficiently. These agencies can hardly say no to utilizing this tool if circumstances permit, including by compromising the central bank’s independence.

Central banks are not mandated to address national security or enforce AML/CFT. They also do not possess the expertise to facilitate national and foreign policy objectives. These are the mandates of other governmental agencies. That said, other governmental agencies would have the motivation to reach these goals by utilizing the CBDC data withheld by the central bank. When these governmental agencies request the participation of central banks, central banks are not necessarily capable of keeping their promise of user privacy, albeit for seemingly legitimate reasons.

4. Summary

In sum, CBDCs open Pandora’s Box, which exhibits the struggle among privacy protection, other public policy objectives, and the long-lasting principle of central bank independence. This additional central bank independence concern complicates the CBDC design in two aspects. On the one hand, the rising use of CBDCs may erode central bank independence and turn central banks into rather politically oriented machines. Specifically, given the abundant value of CBDC data, we predict that other governmental agencies will tend to force central banks to intervene in issues they do not necessarily have the mandate or capacity to tackle. On the other hand, we argue that the potential misuse of CBDC data by central banks still warrants some privacy disciplines upon central banks. However, imposing these privacy laws upon central banks opens a gate to compromising central bank independence.

Among the growing literature on CBDCs, we see a gap in such discussions and a surprisingly light-touch focus on the grave issue of privacy concerns with CBDCs. We aim to fill this gap by highlighting the importance and urgency of rethinking privacy concerns in the context of CBDCs and proposing potential solutions to address these concerns in the next section.

III. DISCIPLINING CBDC’S PRIVACY CONCERNS FROM A DOMESTIC PERSPECTIVE

The privacy issue of CBDCs is notable, but it is not something that cannot be addressed. In this section, we discuss several CBDC models proclaimed to mitigate the privacy concerns of CBDCs and recognized by
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regulators as capable of dealing with privacy concerns. We argue that these tools cannot function on their own; instead, states need to adopt proper institutional monitoring mechanisms to make these tools credible. On that basis, we further discuss how domestic laws may be designed to address the privacy concerns associated with CBDCs, particularly the central bank independence aspect.

A. The Limits of Available Proposals

Studies and practices have noted privacy concerns with CBDCs and proposed corresponding measures. Well-known examples include complying with the existing privacy laws, partially anonymizing CBDCs, token based CBDCs, and intermediated CBDCs. We will discuss the limits of these proposals in this subsection.

1. Undertaking the Privacy Protection Duties

The simplest, and perhaps the most common, way for central banks to address CBDC’s privacy concerns is to comply with privacy laws. Most central banks choose to undertake the privacy protection obligations imposed by existing privacy laws and introduce necessary protective measures. They might be willing to undertake it, particularly if they determine that the expected benefit from CBDCs surpasses the compliance cost.\(^{134}\)

The concern with this approach is credibility. As mentioned above, central banks might not possess the necessary expertise and capacity to undertake these duties. Their motivation to comply with privacy protection laws might be weak. Central banks in some sovereigns might even claim the protection of state immunity.\(^{135}\) These all beg the question of how to establish a credible disciplinary regime against central banks.

Take the famous GDPR, for instance. GDPR’s regulatory obligations may extend to governmental agencies, including central banks.\(^{136}\) Therefore, the issuing central bank’s collection, processing, and use of personal data will fall under GDPR’s purview. GDPR further requires member states to establish an independent supervisory agency (e.g., Data Protection Authorities) that may oversee the central banks’ CBDC-related

\(^{134}\) For studies arguing that issuing central banks would not have much problem complying with their privacy protection obligations, see Crawford et al., supra note 23, at 164-67.

\(^{135}\) Privacy protection laws in some jurisdictions do not extend to public authorities. For instance, the famous CCPA and CPRA, considered the most comprehensive privacy regulations in the United States, only apply to “businesses” and therefore do not extend to governmental authorities. California Privacy Protection Agency, Frequently Asked Questions (FAQs), Question 4, https://cppa.ca.gov/faq.html (last visited Oct. 7, 2023) [hereinafter CPPA].

\(^{136}\) SHARMA, supra note 119, at 288.
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activities and compliance. It seems encompassing enough to discipline CBDCs’ privacy concerns.

That said, GDPR also allows member states to exercise a certain degree of customization through the so-called “opening clauses,” which would enable a member state to modify GDPR provisions in which the clause resides. Therefore, those non-Euro area member countries may design their CBDCs with fewer GDPR constraints. This delegation makes it challenging to predict whether a member state will forcefully require an issuing central bank to comply fully with the regulations.

Furthermore, GDPR also incorporates a set of exceptions to many rules provided that data processing is performed in the public interest. Under EU laws, public interest involves a member state’s financial or economic policy. Such an exception, accompanied by a clear legal mandate, may easily relieve a CBDC-issuing member state from many GDPR obligations. Central banks of these member states may, thus, process CBDC data based on these legal mandates instead of data subjects’ consent without being treated as an infringement of their citizens’ privacy rights.

Last but not least, even if a member state does not choose to opt out of its GDPR obligations, the enforcement problem remains. To what extent the data protection authority of a member state will enforce the data protection regulations when confronting its central bank, a long-considered independent authority, requires further observation.

2. Anonymizing or Deidentifying the CBDC Data as a Way Out?

Modern privacy laws do not extend to processing anonymous data, that is, personal data whose data subject is no longer identifiable. Therefore, some central banks might wish to anonymize or deidentify the CBDC data to be free from privacy protection duties.

Data anonymization or deidentification, however, is a challenging task. In general, it requires the absence of any reasonably likely means to be used by any person to identify the natural person directly or indirectly. In other words, fully anonymized CBDC data means that no one can identify the exact CBDC user of a given CBDC account. However, for one thing, fully anonymizing or deidentifying the CBDC data would impair the
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137 Id. at 241-49.
139 SHARMA, supra note 119, at 288.
140 Id. at 291.
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142 See, e.g., GDPR, supra note 118, Recital 26.5 and 26.6.
143 Id. Recital 26.3.
operation of CBDCs because no one can identify the payer and payee in the transaction to complete CBDC payments. Besides, it also increases the risk of illicit use of CBDCs. Therefore, as illustrated above, the consensus among world central banks is that CBDCs cannot be as anonymous as physical cash in light of several public purposes such as AML/CFT. Hence, completely anonymizing or deidentifying the CBDC data to avoid the application of privacy laws is not a feasible solution.

Some central banks, in practice, pseudonymize instead of anonymize the CBDC data. The hybrid structure adopted by Sweden’s e-Krona project is a good example. Sweden’s central bank, Riksbank, is conscious of CBDC’s privacy concerns. Therefore, it introduced a special design under which the identity of CBDC users is only known to partnering intermediaries responsible for the KYC and ongoing due diligence. Notably, the identity of CBDC users is unknown to Riksbank. Riksbank only receives information from the intermediaries on individual account balances and payments, but it does not receive any information on the actual account holders. This design prevents Riksbank from identifying CBDC users directly.

However, e-Krona’s design, at most, pseudonymizes, instead of anonymizing, CBDC data. After all, Riksbank can still identify CBDC users with the additional information withheld by partnering intermediaries. Therefore, by receiving information on individual account balances and payments, Riksbank still collects personal data and constitutes a data controller subject to data protection laws.

3. The Myth of “Token-Based CBDC”

We then wish to demystify the alleged privacy-proof function of the so-called “token-based CBDC.” As illustrated above, many CBDCs adopt the so-called “account-based” system that allows central banks to access the information of users’ transaction accounts. Under this design, each CBDC user must apply for a CBDC account to conduct CBDC transactions. Through the KYC process for opening a CBDC account, partnering intermediaries know the identity of each CBDC user, which triggers privacy concerns between CBDC users vis-à-vis partnering intermediaries.
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144 See, e.g., Federal Reserve 2022 Report, supra note 11, at 13-14; Eurogroup, supra note 29; Mu, supra note 33, at 5; Bank of Can. et al., supra note 4.

145 China, for instance, claims that it permits anonymity for small-amount CBDC transactions and designs the so-called Level Four wallets to serve as anonymous wallets for that purpose. However, to open the Level Four wallets, users still need to provide a phone number, which may identify a specific person if combined with the identify information held by telecom operators. Mu, supra note 33, at 3-4. Therefore, this design, at most, pseudonymize the digital yuan data.

146 See Auer et al., supra note 82, at 25.

147 That said, by pseudonymizing the CBDC data, Riksbank is more likely to satisfy the data controller obligation such as privacy-by-design and privacy-by-default.
Moreover, the problems may be escalated to those between CBDC users vis-à-vis central banks if partnering intermediaries further circulate the information to central banks in the variant of one-tier CBDCs or hybrid CBDCs.

Some commentators advocate that token-based CBDCs may address privacy concerns as they function similarly to digital cash.\textsuperscript{148} By definition, token-based CBDCs refer to CBDCs that are “secured via passwords such as digital signatures that can be accessed anonymously.”\textsuperscript{149} It is generally believed that token-based CBDCs adopt a cash-like design that gives individual users access to the CBDC based on a password (e.g., digital signature using private-public key cryptography) without requiring personal identification.\textsuperscript{150} Token-based CBDCs may further support the offline transaction viability of CBDCs, which additionally gives users some transactional anonymity.\textsuperscript{151} Appealed by the anonymity feature of token-based CBDCs, some central banks appear to favor a hybrid of account-based and token-based CBDCs.\textsuperscript{152} For instance, smaller CBDC transactions may be done in token-based CBDCs, which permit offline transactions that do not require identification.\textsuperscript{153}

However, the anonymity feature and the associated privacy-proof function of token-based CBDCs are exaggerated. This exaggeration results from the misleading use of the term “anonymous” when defining token-based CBDCs. “Anonymous” is a polysemous term. Modern privacy laws define anonymous based on the strict distinction between the concepts of “identified” and “identifiable.” If the subject(s) regarding certain information is not directly identified but may be attributed to a natural person by using additional information, they remain identifiable, and the subject(s) will be treated as Data Subject(s). Thus, the information is merely pseudonymous instead of anonymous and remains within the ambit of privacy laws.\textsuperscript{154}

As illustrated above, CBDCs cannot be anonymous in this strict sense.

\textsuperscript{149} BIS 2021 ANNUAL REPORT, supra note 36, at 92.
\textsuperscript{150} Id. at 72.
\textsuperscript{151} BIS 2021 ANNUAL REPORT, supra note 36, at 72.
\textsuperscript{152} China’s digital yuan adopts this idea and permits “anonymous” CBDCs for small-amount transactions. Mu, supra note 33, at 3-4. Sweden is also reportedly surveying this possibility. Auer et al., supra note 82, at 24-25. The European Union also seems to favor this idea. Lagarde: ‘Low-Value, Low-Risk’ Digital Euro Payments Could Be Anonymous, supra note 35.
\textsuperscript{153} See, e.g., GDPR, supra note 118 Recital 26.
The same applies to token-based CBDCs. The “anonymity feature” claimed by advocates of token-based CBDCs is, at most, pseudonymous under modern privacy laws. When BIS uses “anonymous” to describe token-based CBDCs, it refers to the absence of an identification scheme that identifies the personal identity of CBDC users. In this sense, BIS uses “anonymous” only to refer to the fact that users of token-based CBDCs are not “identified.”

However, that alone is not enough to relieve the privacy concerns associated with token-based CBDCs because their users remain “identifiable.” The issuance and circulation of token-based CBDCs still require basic KYC procedures and information.155 While various CBDC pilot programs claim that their designs ensure the anonymity of their users, they require users to use mobile phone numbers to access CBDCs.156 Even offline CBDCs need a device, most likely a cellphone.157 Moreover, in the variant of one-tier CBDCs or hybrid CBDCs, after being connected to the web, the offline transaction records of these token-based CBDCs will eventually be documented in the central bank’s CBDC ledger. In sum, CBDCs inevitably implicate identification, and token-based CBDCs are not free from such identification requirements.158

Some may well argue that as long as the information related to the identity of CBDC users (e.g., mobile number, email address, etc.) is merely placed at partnering intermediaries and does not flow to the issuing central bank, these CBDCs will not incur privacy concerns.159 This argument essentially advocates using the so-called “intermediated CBDCs,” which leads us to the next discussion.

4. The Potential of Intermediated CBDCs

Another potential method for central banks to address CBDCs’ privacy concerns is intermediated CBDCs. As mentioned above, the Federal Reserve of the United States appears to favor this design. The essence of this structure is that central banks delegate the task of ledger administration to partnering intermediaries and do not hold a consolidated CBDC ledger.

155 Soderberg et al., supra note 128 at 10-11.
156 For instance, China states that its digital yuan permits anonymous wallets to support the principle of “anonymity for small amounts, traceability for large amounts.” However, these Level-four wallets still require a phone number to be opened. Mu, supra note 33, at 3–4. This operation reveals that China’s “anonymous wallets” design is, at most, pseudonymous.
158 For related criticism of token-based CBDCs, see Crawford et al., supra note 23, at 150-55.
159 China, for instance, emphasizes that its Personal Information Protection Law prevents telecom operators from arbitrarily disclosing the identity information behind the mobile phone numbers to third parties, including the central bank. Mu, supra note 33, at 3-4.
This structure contains two steps. As the first step, a central bank issues the CBDC to its partnering intermediaries on a wholesale basis. At this stage, the central bank possesses the information related to the CBDC holding of these partnering intermediaries. This information, however, is merely attributed to these partnering intermediaries, which are legal persons rather than natural persons. Therefore, the issuing central bank itself has not triggered privacy concerns.

As the second step, the partnering intermediaries distribute the issued CBDCs assigned to public CBDC users. At this stage, partnering intermediaries inevitably withhold CBDC data whose data subject is identifiable and, thus, shall comply with associated privacy protection obligations. However, this move does not impose privacy protection obligations upon the issuing central bank as long as the partnering intermediaries do not circulate the CBDC data to the central bank.

Under this design, the issuing central bank cannot administer a consolidated CBDC ledger because it does not have the data attributed to each CBDC user. Instead, it merely possesses the CBDC data attributed to partnering intermediaries on a wholesale basis. Only the partnering intermediaries possess the data attributed to public CBDC users. To that extent, privacy concerns do not exist between CBDC users vis-à-vis central banks. Privacy laws, if applicable, apply only to partnering intermediaries and would not extend to the central bank.

Intermediated CBDCs essentially replicate the current cash- and deposit-based payment system. Under the current system, the central bank engages in the payment system by issuing physical cash on a wholesale basis to designated banks and operating the reserve ledger documenting the reserve data of banks. Neither engagement, however, triggers data protection obligations. Banks, in turn, possess the deposit information attributed to public depositors and thus undertake the associated data protection duties. Banks, however, do not pass the information of their depositors to the central bank, which reduces the privacy concerns at the central bank end. Intermediated CBDCs borrow this logic. The difference is that under the current payment system, banks operate deposit accounts representing depositors’ claims against banks. In contrast, under the intermediated CBDCs, banks and other partnering intermediaries operate CBDC accounts on the central bank’s behalf, representing direct claims of CBDC users against the central bank.

Central banks’ primary concern in adopting intermediated CBDCs is that they no longer administer a consolidated CBDC ledger. This
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compromises several CBDC functions. For instance, the money flow cannot be as transparent as envisaged because this structure fragments the CBDC ledger. The clearing and settlement of CBDC payments would be less disintermediated because partnering intermediaries would play a more significant role in intermediating the CBDC payment. The implementation of bailout measures or monetary measures cannot be as targeted as envisaged because the CBDC information possessed by the central bank is not individualized enough. We believe that a central bank thus needs to assess whether this tradeoff is cost-efficient.\textsuperscript{161}

Current studies have further noticed several potential concerns of intermediated CBDCs. For instance, to the extent that central banks do not keep the latest records of CBDC users, they may lack information to perform their duties when relevant partnering intermediaries run into problems. Therefore, intermediated CBDCs require some additional traceability solutions.\textsuperscript{162} For instance, central banks might need to supervise partnering intermediaries to ensure that each intermediary’s wholesale holdings reported to them accurately reflect its CBDC users’ retail holdings.\textsuperscript{163}

Current studies and some sovereigns (like the United States) appear optimistic about intermediated CBDCs as an effective structure to control CBDC privacy concerns. We are, however, less optimistic. It begs the fundamental question of a sovereign’s power and will. Whether a monarchy or a democracy, governments monitor and control citizens to maintain their power and legitimacy. Therefore, the credibility of an intermediated CBDC cannot be built on the central bank’s unilateral declaration. After all, a CBDC’s actual operation is inherently opaque. Whether the partnering intermediaries circulate the data of CBDC users to the central bank or other governmental authorities is particularly unclear to the public. For instance, one can hardly imagine that a partnering intermediary would say no to its central bank or other governmental authorities should they request the information for legitimate reasons. If that is the case, there remains a possibility that a government can utilize CBDC data to monitor CBDC users if it wants.\textsuperscript{164} Such a Levitan-style assumption is not remote, as

\begin{footnotesize}
\begin{itemize}
\item Some studies have noted that a critical national policy question related to CBDC is deciding who can access which parts of CBDC information and under what circumstances. This question involves a balance between public privacy (especially as data protection legislation continues to evolve) and reducing illegal activity. \textit{Bank of Can. et al., supra} note 4, at 6.
\item HKMA, \textit{supra} note 53, at 15. \textit{See also} Auer & Böhme, \textit{supra} note 36, at 12.
\item BIS 2021 \textit{Annual Report}, \textit{supra} note 36, at 79.
\item China may present an interesting case. China officially declares that its digital yuan adopts a two-tier operating system, under which its central bank “only processes inter-institutional transaction information and does not hold personal information.” On its face, China’s digital yuan seems to adopt an intermediated CBDC model. Mu, \textit{supra} note 33, at 2. However, this position does not seem to be well received by the international community. Some studies report that China’s central bank “periodically receives and stores a copy of
\end{itemize}
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governments have an abundant history of abusing data. Therefore, to credibly eliminate privacy concerns, an intermediated CBDC must not only deal with the inherent tradeoffs noted by the current studies. It must further introduce a credible mechanism that prevents partnering intermediaries from circulating the information to central banks and other governmental authorities. Even intermediated CBDCs cannot realize the proclaimed privacy protection advantage without this credible mechanism.

B. Designing a Credible Disciplinary Regime

In the previous sub-section, we discussed the privacy protection limits of four potential models. The bottom line is that for each to realize the proclaimed privacy protection function, it requires a credible disciplinary mechanism to ensure that its implementation follows the design. This, in turn, begs the fundamental question of how a domestic regulatory system may effectively supervise and govern central banks and other governmental authorities to alleviate the privacy concerns between CBDC users vis-à-vis the government.

While achieving that goal would be difficult, it is not entirely impossible. In this subsection, we propose three potential solutions in the domestic context: ex-post congressional oversight, special independent supervisory institutions, and tailor-made data protection regimes. Below we present a brief explanation of these three proposed solutions. Each solution requires rethinking the following three broad questions: first, can a central bank handle big data and ensure privacy safeguards? What if it cannot? How can it be made possible? Second, who has the power and capability to effectively supervise central banks’ compliance with the data protection laws and regime? Can a data protection authority undertake that mission? How can the existing data protection law apply to a central bank? Third, would that contradict the principle of central bank independence if there is a supervising agency to oversee the central bank? How can we reconcile both objectives?

1. Ex-post Congressional Oversight

The first possible solution is to resort to democratic checks-and-balances. This solution is built on the assumption that the issuing central
bank will be forced to “line up” with the executive branch of the government. Therefore, only legislative oversight would have sufficient power to balance that political pressure. In democracies, congress often plays many policy-shaping and agency-overseeing roles. Congress can form a committee, sometimes bipartisan or multi-partisan, to carry out privacy oversight of the central bank.

This idea will surely incur criticism because it might introduce another form of constraint of central bank independence. However, this is probably refutable considering the actual practice of central bank independence. Central bank independence can mean personnel independence, tenure protection of the governors, and freedom in exercising monetary policies, but each of these requires congressional support in the first place. In other words, congressional intervention is already inherent in the concept of central bank independence. Admittedly, what we propose in this paper is an ex-post and continuous oversight of the central bank by Congress, which is different from the ex-ante appointment or authorization of the central bank leadership and fiscal resources as adopted in the current practice. Nevertheless, as long as we limit the scope of this proposed congressional oversight to specific privacy matters, it does not necessarily interfere with the core functions of a central bank.

Specifically, we propose that Congress establish a permanent CBDC privacy safeguard committee that requires the central bank to conduct regular CBDC-related privacy impact assessments. Moreover, the central bank shall report complaints from CBDC users regularly. Sovereigns subject to GDPR may have already had similar designs or requirements. That said, other sovereigns may consider introducing similar mechanisms to safeguard their citizens’ privacy orderly. Therefore, we believe this proposed solution remains relevant.

This ex-post congressional oversight should compel a central bank to obtain the skills to manage the privacy risk accompanied by CBDC’s issuance and circulation. After all, a central bank and other governmental agencies are incentivized to withhold CBDC data for privacy concerns. Effective congressional oversight may require a central bank to credibly

166 Cukierman et al., supra note 90; Ana Carolina Garriga, Central Bank Independence in the World: A New Data Set, 42 INT L INTERACTIONS 849 (2016).
commit itself to monitoring by the legislature.

On the other hand, we expect that this congressional oversight might create room for a political struggle between the ruling and the opposing party, where the incumbents would always defend or cover the wrongdoing of the central bank. It is, therefore, essential to demand more transparency on the operational procedures of CBDCs. This can be achieved in the following two ways:

The first is voluntary disclosure. A central bank may establish internal rules to monitor and manage the preservation and access to CBDC data. These rules should be clear to the general public. It should also make regular reports to the multi-partisan committee, as proposed above. The committee would then provide an assessment of the privacy protection performance of the central bank.

Second, the legislative committee may be vested with the power to initiate investigations. Unlike regular assessments, these investigations shall target specific events or misconduct. Therefore, this committee may initiate investigations only when there are sufficient suspicions of privacy infringement. The scope of the investigation may include not only the internal operation of a central bank but also its external relations with outside partnering institutions. The committee may also give recommendations on the internal governance of a central bank.

To enforce this idea, we believe that the legislative committee shall have the authority to discipline the central bank governors for dereliction. This may involve the judicial branch, but the legislature will be responsible for revealing the mismanagement of the central bank. The main objective of these measures is to hold a central bank accountable even if it outsources technical details to other partnering intermediaries.

2. Special Independent Privacy Supervisor

The second option is to legislatively establish a special independent privacy supervisor to oversee the central bank. This idea is similar to the
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170 The Privacy and Civil Liberties Oversight Board (“PCLOB”) is arguably the agency closest to our special independent privacy supervisor idea. The PCLOB is an independent agency within the Executive Branch established by the 9/11 Commission Act of 2007, 42 U.S.C § 2000ee. Its mission is to “ensure that the federal government’s efforts to prevent terrorism are balanced with the need to protect privacy and civil liberties.” PCLOB is mandated with oversight and advisory functions, notably, the power to review the implementation of Executive Branch policies, procedures, regulations, and information-sharing practices related to terrorism prevention to protect privacy and civil liberties. To carry out its mission, PCLOB may access all relevant executive agency records, reports, audits, reviews, documents, papers, recommendations, and any other relevant materials, including classified information. , History and Mission, The Privacy and Civil Liberties Oversight Board, https://www.pclob.gov/About/HistoryMission (last visited June 16, 2023). Recently, in the Executive Order signed by President Biden to address the GDPR adequacy issue, the PCLOB was authorized to review the Intelligence Community policies and procedures. Fact Sheet: President Biden Signs Executive Order to Implement the...
data supervisory authority prescribed by GDPR. According to GDPR, a member state needs to establish a supervisory authority to monitor GDPR applications and protect fundamental privacy rights.\footnote{GDPR, supra note 118. See also SHARMA, supra note 119, at 241.} The nature of such an authority is quasi-judicial and performs primarily enforcement functions.\footnote{SHARMA, supra note 119, at 246-49.} It comprises members with the experience and qualifications necessary to protect personal data and, therefore, should possess sufficient representation and democratic legitimacy.\footnote{Id. at 242.} That said, as mentioned previously, GDPR does not apply to all CBDC-issuing sovereigns. Non-EU sovereigns may follow similar standards, but their implementation remains problematic if there lacks a clear legal mandate to support the efforts.

We propose that this independent privacy supervisor may consist of consumer representatives, banking associations, experts on IT and cybersecurity, and human rights activists. Specifically, with the participation of human rights activists, this supervisor will likely pay closer attention to the suspicious misuse of personal data by the issuing central bank. Finally, similar to the previous proposal, this proposal also requires the legislature to take action.

This proposed independent privacy supervisor, mandated by law and the legislature, may supervise a central bank’s processing of CBDC data and its data governance regime. It can be further designed as an independent institution that oversees all data governance issues concerning any governmental agencies. In the age of big data and digital transformation, data governance in the public sector has become more pressing and vital.\footnote{See generally W. Gregory Voss, Cross-Border Data Flows, the GDPR, and Data Governance, 29 WASH. INT’L L.J. 485 (2019).} Nevertheless, unlike private enterprises generally disciplined by a sovereign’s privacy laws, governmental agencies often fall off the radar.\footnote{For instance, as mentioned above, the famous CCPA and CPRA, considered as the most comprehensive privacy regulations in the United States, only apply to “businesses” and therefore do not extend to governmental authorities. CPPA, supra note 135.} Introducing a dedicated independent privacy supervisor that supervises governmental agencies can fill that gap.

Foreseeably, some might criticize this proposal that the existing privacy supervisor may well undertake the task of overseeing the central bank. Our counterargument is that, to the extent that these privacy supervisors are not independent, it is unrealistic to expect them to adequately supervise other governmental agencies because they may share the same political will with these agencies to be supervised. To ensure its
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independence, this independent privacy supervisor should also have sufficient staff with adequate expertise, particularly in data security and privacy protection. To ensure independence, the staff shall further enjoy tenure protection to prevent political interference.

In the meantime, we do not want to exaggerate the advantages of independent privacy supervisors. The common problem of an independent supervisory regime is an insufficient authorization. In some cases, the legislature mandates the independent institution to supervise but retains the power of making a final assessment, rendering the institution simply an investigatory agency.\(^{176}\) In other cases, the legislature may also weaken the institution’s independence by blocking the nomination of its executive members. These moves often result from the political competition between the ruling and opposition parties within the legislature.

On the other hand, there is also a problem with who watches the watchdog. An overpowered independent privacy supervisor may impede the central bank’s governance of CBDC and thus infringe on central bank independence. It might further bring stability risk to the financial market if it intervenes excessively in the CBDC’s operation.

Therefore, we propose it is necessary to design mechanisms that allow the central bank to appeal to a third party its disputes with this independent privacy supervisor. This prevents the independent supervisor from abusing its power. The third-party needs authorization to mediate between a central bank and its supervisor. Given the potential bias of the legislative branch, the judicial branch is a better candidate to coordinate and even settle the dispute between a central bank and its supervisory institution. The judicial branch often coordinates disputes between the executive and legislative branches. It also helps clarify laws and regulations to disputants. The intervention of a judicial branch does not necessarily settle the dispute, but it provides a solution to prevent the deadlock.

3. Tailor-Made Privacy Protection Regime

Last but not least, we propose a special privacy protection regime tailor-made for CBDCs. A sovereign’s privacy protection regime is the frontline defense for addressing CBDC’s privacy concerns. Most sovereigns have their privacy laws. Some are aligned with generally accepted global standards, such as the GDPR in the European Union. In contrast, other sovereigns impose their privacy laws and give certain leeway to governmental agencies.\(^{177}\)


\(^{177}\) For comparative studies of different privacy protection regimes, see, e.g, Paul M. Schwartz & Karl-Nikolaus Peifer, *Transatlantic Data Privacy Law*, 106 GEO. L.J. 115
Although these privacy laws aim to protect a sovereign’s citizens from the misuse of their personal data by both the private and public sectors, they generally provide some exceptions or safe harbors for the government when the government processes the data for purposes related to the advancement of public interests, such as criminal detection or investigations. These “public sector waivers” will, to some extent, relieve central banks from the purview of domestic privacy laws and thus aggravate CBDC’s privacy concerns. Moreover, as mentioned above, some sovereigns’ privacy laws are even inapplicable to governmental agencies.

As a result, we propose rethinking privacy laws’ application to government agencies. Specifically, suppose overhauling a sovereign’s privacy laws is less politically feasible. In that case, we advocate that it may take a step back and introduce an enhanced privacy protection regime tailor-made for CBDCs, including the CBDC-issuing central bank and related governmental authorities. Again, there are a couple of possibilities.

First, as elaborated above, a government may consider adopting intermediated CBDCs, which disallows a central bank to access retail CBDC information (e.g., payer, payee, the purpose of payments, purchasing items, etc.) and preserve the information only at partnering intermediaries. Under such a design, the issuing central bank will only obtain the wholesale data as it did under the traditional central bank money and commercial bank money division. The retail CBDC data thus remains anonymous on the side of the central bank. Such design will cast most privacy protection duties on the private sector (i.e., the partnering intermediaries). To that extent, the privacy protection regime for CBDC may focus on the private sector, which resembles the privacy protection practice in most sovereigns. It should pay particular attention to the circulation of retail CBDC data from partnering intermediaries to the central bank or other governmental authorities to ensure that the intermediated CBDCs are functioning as committed. This approach arguably better protects citizens’ privacy because the private sector is less capable of capturing the privacy supervisors and thus are more likely to comply with privacy protection requirements.

Second, in cases where a sovereign adopts hybrid CBDCs or the variant of one-tier CBDCs, its central bank would possess retail CBDC data and collect and process it for specific legitimate purposes. In that case, it would be difficult to draw a fine line between misuse and legitimate use of CBDC data. To prevent misuse, a privacy protection regime tailor-made for CBDCs can require the central bank to publish or submit privacy
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assessments and board minutes to justify their compliance with related privacy laws, such as the data collection minimization principle and the purpose specification principle. A central bank shall further disclose its cooperation with other governmental agencies, such as law enforcement, to ensure the legitimate use of data. It is also crucial that the central bank has a comprehensive data governance mechanism to help follow privacy protection principles. Most importantly, this mechanism may allow citizens and the legislative branch to oversee the central bank’s use of personal data routinely.

Finally, clear legal mandates and strong political determination are always required to ensure compliance with privacy laws on the side of governmental agencies. It is not unprecedented for a privacy supervisor to take disciplinary actions against governmental agencies. A recent example is the Swedish Data Protection Authority, which imposed a fine of 200,000 Swedish kronor on the National Government Service Centre for failing to notify the Data Protection Authority and affected parties about a personal data breach in due time. Whether a privacy supervisor will take similar actions to discipline the misuse of CBDC data or the noncompliance of privacy laws on central banks or other government agencies remains to be observed. However, with the suitable institutional designs, we are optimistic about the disciplinary viability of an independent privacy supervisor to oversee CBDC-issuing central banks.

4. Summary

In this section, we revisit various mechanisms potentially adopted by the government to eliminate or mitigate CBDCs’ privacy concerns, including abiding by the existing privacy laws, anonymizing CBDC data (which is arguably less feasible), token-based CBDCs, and intermediated CBDCs. We further demystify some arguably promising designs, such as token-based CBDCs and intermediated CBDCs. We highlight that having a credible mechanism that balances privacy protection, other policy objectives, and central bank independence is the key. We finally propose three potential credible designs, including an ex-post congressional oversight, a special independent supervisory institution, and a tailor-made privacy protection regime. In sum, we argue that there are ways to mitigate
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180 Woodrow Hartzog & Neil Richards, Privacy’s Constitutional Moment and the Limits of Data Protection, 61 B.C. L. Rev. 1687, 1737 (2020) (highlighting that “regulators must have broad grants of authority, including rulemaking provisions where necessary, robust civil penalty authority, and the ability to seek injunctions quickly to stop illegal practices” and “without ….. a strong political mandate for enforcement, any privacy framework will merely be a pretext for exploitation”).

CBDCs’ privacy concerns, but a credible disciplinary mechanism is needed to enforce them.

IV. DISCIPLINING CBDC’S PRIVACY CONCERNS FROM AN INTERNATIONAL PERSPECTIVE

All the preceding analyses focus on the domestic context and attempt to establish a domestic legal framework for addressing CBDC’s privacy concerns. However, these domestic institutions inevitably risk failure. For one thing, building these domestic institutions requires legislative actions, but many sovereigns may lack the political will to prioritize citizens’ privacy concerns over other potential utilities of CBDC. Even if a sovereign finally passes the laws to introduce these domestic institutions, their implementation and enforcement remain questionable.

Fortunate or not, CBDCs’ privacy implications do not necessarily restrict to the issuing jurisdiction. After all, CBDC data is essentially electronic records that can cross borders and impact its users regardless of nationality. Therefore, the circulation of a cross-border CBDC allows the issuing central bank to collect, administer, and process CBDC data involving citizens of the receiving sovereigns. This development, in turn, introduces the receiving sovereigns into the landscape.

Receiving sovereigns may be deeply concerned that the issuing sovereign may abuse their citizens’ privacy and have legitimate grounds to intervene. More complicated, each sovereign may have different privacy laws and enforcement mechanisms. Therefore, when an issuing sovereign perceives its central bank’s use of CBDC data as legitimate, the receiving sovereigns might disagree. To the extent that the receiving sovereigns may extend their privacy laws to the issuing central bank, the cross-border nature of CBDCs brings in an additional gatekeeper of CBDCs’ privacy concerns. Furthermore, this gatekeeper may be more credible considering that the privacy supervisors of receiving sovereigns are generally independent of the central bank and other governmental authorities of the

182 This is particularly likely considering that most sovereigns do not pose restrictions on the use of foreign currency in their domestic jurisdictions. Raphael Auer et al., *CBDCs Beyond Borders: Results from a Survey of Central Banks* 10 (Bank for Int’l Settlements Paper, No. 116, 2021).

183 To be sure, a central bank may adopt certain technological designs, such as an ID verification scheme, to limit foreigners from using their CBDCs if they consider the cross-border circulation of their CBDCs is unnecessary. BIS 2021 ANNUAL REPORT, supra note 36, at 86-87.

184 The Treasury of the United States, for instance, has expressed its position that “the United States has an interest in ensuring that such systems are aligned with the principles of privacy, human rights, and other democratic values.” TREASURY 2022 REPORT, supra note 13, at 36.

185 Such a dispute is particularly likely to occur when the issuing government uses the CBDC data to serve its domestic policy, such as investigating illicit financial activities or controlling capital flow.
issuing sovereign.

In this section, we highlight the possible role of these foreign institutions in disciplining CBDCs’ privacy concerns. Specifically, as CBDC evolves into a cross-border payment instrument, it may introduce spillover effects and even infringe on citizens’ privacy in receiving sovereigns. We will illustrate how the privacy laws of receiving sovereigns may impose extraterritorial restrictions on the issuing sovereign’s CBDC and the potential impact on CBDCs’ ongoing development.

A. The Brussels Effect of Modern Privacy Laws and Their Extraterritorial Effect on CBDCs

Our analyses by far establish that to issue CBDC, a central bank might undertake significant compliance costs to comply with its privacy laws. That said, some might argue that these analyses only apply to those sovereigns that take privacy protection into due account. Admittedly, the intensity of privacy protection is different among all sovereigns. As elaborated in the previous sections, we also admit that establishing a robust domestic mechanism for addressing CBDCs’ privacy concerns is not an easy task. Therefore, we do not deny that some issuing central banks might face less intensive privacy protection requirements and thus undertake little privacy protection cost.

That said, modern privacy laws bear an extraterritorial character and thus have the potential to extend to foreign central banks. GDPR, for instance, is a notable example that extends beyond the EU’s territory and disciplines many non-EU-based enterprises on a unilateral basis. Despite the controversy of this well-known “Brussels Effect,” it serves as a separate disciplinary mechanism highly independent of domestic privacy supervisors and thus introduces additional disciplinary effect. Therefore, even if a central bank is subject to minimal privacy protection requirements domestically, other sovereigns that receive its CBDC might impose more intensive privacy disciplines. This is particularly a concern for those central banks that issue CBDCs as part of their currency internationalization plan.

The extraterritorial character of modern privacy laws finds its justification in this digital era. Thanks to the advancement of communication technology, one can quickly transfer data across the border. The data so transferred thus falls within the possession of foreign data controllers, especially those BigTech giants like the F-A-A-N-G (i.e., Facebook, Amazon, Apple, Netflix, and Google) in the United States or the


B-A-T (i.e., Baidu, Alibaba, and Tencent) in China. To protect the privacy of their citizens, many sovereigns have little choice but to design their privacy laws in a manner that extends beyond their domestic territories. This is particularly the case for those sovereigns that witness a significant “export surplus” in data.\footnote{For instance, some commentators questioned that EU’s GDPR is a protectionist economic tool against the United States’ and China’s technological supremacy. See Matthew R. A. Heiman, The GDPR and the Consequences of Big Regulation, 47 Peking U. L. Rev. 945, 952-53 (2020).}

GDPR, for instance, applies to “the processing of personal data of data subjects who are in the Union by a controller or processor not established in the Union,” subject to certain limitations.\footnote{GDPR, supra note 118 art. 3.2. The limitations require processing activities to be related to (i) the offering of goods or services to such data subjects in the Union, or (ii) the monitoring of their behavior as far as their behavior takes place within the Union.} Based on this mandate, GDPR can extend to data controllers outside the European Union, provided that the conditions are met. In light of this possibility, CBDC issued in a sovereign with less rigorous privacy laws is not necessarily immune from GDPR’s disciplines.

GDPR’s Brussels Effect does not stop here. It further incorporates limitations on cross-border data transfer to sovereigns not subject to GDPR. Specifically, for a data controller to transfer personal data from the European Union to a third country or international organization to which the GDPR is inapplicable, such transfer is prohibited in principle.\footnote{Id. art. 44(1); Recital 101.} Exceptional cases include transfers based on the European Commission’s (“EC”) adequacy decision of the third country’s or international organization’s level of protection,\footnote{Id. art. 45(1).} transfers subject to appropriate safeguards,\footnote{Such as approved standard data protection clauses, code of conduct, or certification mechanism. Id. art. 46(2).} and other exceptional circumstances.\footnote{Such as explicit informed consent, specified necessary circumstances, public register, etc. Id. art. 49(1).} Therefore, even if an issuing central bank is free of GDPR’s direct applications, it then faces the challenge of transferring the CBDC data outside the European Union. To make it, it should either adopt appropriate safeguards approved by EC or have its government obtain EC’s adequacy decision.\footnote{For a study on how the European Union negotiates with other sovereigns, especially Japan and the United States, on adequacy decisions, see Paul M. Schwartz, Global Data Privacy: The EU Way, 94 N.Y.U. L. Rev. 771, 783-803 (2019).} In other words, either the central bank’s overall privacy protection mechanisms or the issuing sovereign’s overall privacy protection laws are subject to EC’s assessment.

Moreover, privacy laws in some sovereigns apply to public authorities. GDPR, for instance, makes it clear that the data controller subject to its
requirements includes the “natural or legal person, public authority, agency or other body” [emphasis added].”\(^{195}\) The Swedish Data Protection Authority’s disciplinary action against Sweden’s National Government Service Centre in 2020, as mentioned above, is also a real example. Therefore, even if an issuing central bank might claim state immunity to escape the disciplines from domestic privacy laws in its jurisdiction, it remains subject to privacy disciplines in other jurisdictions.

Admittedly, some existing international institutions might preclude the extraterritorial application of privacy laws to foreign central banks. For instance, some privacy supervisors might refrain from adopting disciplinary actions against foreign central banks out of international comity. That said, to the extent that most central banks prefer adopting two-tier CBDCs and thus invite private partnering intermediaries to act on their behalf, privacy supervisors of receiving sovereigns may instead enforce privacy laws against these intermediaries. For instance, instead of fining the issuing central bank, they may suspend the CBDC-related business of the partnering intermediaries operating in their territories. This indirect disciplinary effect can still impact the issuing central bank.

The long controversy between the European Union and the United States over the transatlantic cross-border data flow well illustrates this possibility.\(^{196}\) The controversy concerns data transfer from the European Union to the United States. EC released the adequacy decisions of the United States’ level of privacy protection based on the Safe Harbor Privacy Principles in 2010 and the EU-U.S. Privacy Shield Framework in 2016. However, in Schrems I in 2015\(^{197}\) and Schrems II in 2020,\(^{198}\) the European Court of Justice (“ECJ”) twice overruled the adequacy decision based on the finding that the United States’ privacy protection is limited “to the extent necessary to meet national security, public interest, or law enforcement requirements.”\(^{199}\) The ECJ was particularly concerned about Section 702 of the United States Foreign Intelligence Surveillance Act, which “does not indicate any limitations on the power it confers to implement surveillance programmes for the purposes of foreign intelligence or the existence of guarantees for non-US persons potentially targeted by

\(^{195}\) GDPR, supra note 118 art. 4.7.


\(^{198}\) Case C-311/18, Data Prot. Comm’r v. Facebook Ireland Ltd, ECLI:EU:C:2020:559 (July 16, 2020).

\(^{199}\) Id. ¶ 164.
those programmes."\textsuperscript{200} ECJ’s Decision forced President Biden of the United States to sign an executive order to enhance the privacy protection of the United States’ signals intelligence activities to regain EC’s adequacy decision,\textsuperscript{201} which is now under EC’s contemplation.\textsuperscript{202}

Notably, the above controversy did not arise from EC’s disciplinary action against any intelligence authorities in the United States. Instead, it stemmed from the filing by an Austrian citizen, i.e., Schrems, against Facebook’s data transfer to the United States.\textsuperscript{203} However, because Facebook conducts the transatlantic data transfer based on the EC’s adequacy decision of the United States’ level of privacy protection, the United States is forced to enhance its privacy protection level to facilitate the transatlantic data transfer. Similarly, a receiving sovereign may force a CBDC-issuing sovereign to improve its privacy protection level by adopting disciplinary actions against the cross-border transfer of CBDC data by private partnering intermediaries.

B. The International Gaming Perspective of the Brussels Effect on CBDC

To apply a sovereign’s privacy laws extraterritorially to the central bank of another sovereign, the issuing central bank must be at least involved in collecting or processing the CBDC data of the receiving sovereigns’ citizens. This is a crucial connecting factor, which establishes a genuine concern of the receiving privacy supervisors that the issuing central bank and its partnering intermediaries might misuse the CBDC data of its citizens.

To control the above legal risk, an issuing central bank may issue CBDC only to its citizens as a response. Choosing this approach, however, necessarily discourages its CBDC from evolving into a cross-border payment instrument. Moreover, the central bank cannot reap the currency internationalization benefit of CBDCs. If internationalizing its currency remains on the agenda of the issuing central bank, it should address the privacy concerns of its CBDC in receiving sovereigns even if its domestic laws do not require so.

Based on this observation, we wish to raise an international gaming perspective on CBDCs’ privacy concerns. The preceding analyses have established that the Brussels Effect of modern privacy laws may serve as a practicable tool to inhibit the development of foreign CBDCs. In this global CBDC competition, some sovereigns have taken the lead while others

\textsuperscript{200} Id. ¶ 180.
\textsuperscript{203} See supra notes 197 and 198.
remain lagging. The follower sovereigns, however, may use their privacy laws as a weapon to preclude other developed CBDCs from evolving into cross-border payment instruments. At the minimum, they may prevent other developed CBDCs from entering their domestic markets and thus preserve the space for developing their native CBDCs.\(^{204}\)

Then what would the world be if most major sovereigns exerted this Brussels Effect and extended their privacy laws to CBDCs of other sovereigns? If this move becomes common practice among world privacy supervisors and thus ousts foreign CBDCs from their domestic markets, it would create a silo effect on CBDCs. Each CBDC system would become isolated islets that only serve their domestic markets. In the end, no CBDC could evolve into a globally-accepted cross-border payment instrument.\(^{205}\)

The direct beneficiary of this unintended development would be the existing cross-border payment system. As inhibited by worldwide privacy laws, CBDCs would become less of a threat. Potential beneficiaries include emerging cross-border payment instruments. Global stablecoins, for instance, might have some edge,\(^{206}\) particularly if the issuer volunteers to undertake the compliance cost, including those arising from financial supervision and privacy protection requirements.\(^{207}\)

\section*{C. Harmonizing Cross-Border Privacy Laws and the Central Bank Independence}

Is the triumph of private payment instruments, such as stablecoins, a happy ending? We are skeptical. Should major sovereigns desire not to position their CBDCs as local payment instruments, they should figure out ways the Brussels Effect stemming from existing privacy protection laws.

\footnote{To be sure, some studies disagree that CBDC may escalate a sovereign’s currency to a dominant global currency. BIS, for instance, highlighted that the cross-border use of CBDCs requires international cooperation, which thus permits sovereigns various measures at hand to limit the circulation of foreign CBDCs in their territories. \textit{BIS 2021 ANNUAL REPORT, supra} note 36, at 86-87. The Treasury of the United States also held an optimistic view that “the prominence of the dollar reflects factors beyond payment system efficiency. These factors include the United States’ strong economic performance; sound macroeconomic policies and institutions; open, deep, and liquid financial markets; institutional transparency; commitment to a free-floating currency; and strong and predictable legal systems. In the near term, foreign CBDCs and private digital assets by themselves likely offer little new competition to the dollar beyond traditional foreign fiat currency, particularly because they do not address the structural factors above.” \textit{TREASURY 2022 REPORT, supra} note 13, at 34.}

\footnote{A similar observation argues that an overuse of the extraterritorial application of privacy laws among major economies might lead to the end of the Internet as a global commons. Arner et al., \textit{supra} note 18, at 47-53.}

\footnote{The Federal Reserve and the Treasury, for instance, have noticed the potential of stablecoins to evolve into a more promising payment instrument. \textit{FEDERAL RESERVE 2022 REPORT, supra} note 11, at 11-12; \textit{TREASURY 2022 REPORT, supra} note 13, at 17.}

\footnote{For the potential regulation of stablecoins, see \textit{PRESIDENT’S WORKING GROUP ON FINANCIAL MARKETS ET AL., REPORT ON STABLECOINS} 15-21 (2021).}
The said Brussels Effect results from the unilateral yet extraterritorial application of laws. Therefore, major sovereigns may start by exploring bilateral, plurilateral, or even multilateral dialogues to harmonize the impact of domestic privacy laws. In world trade practice, sovereigns have already begun to explore ways to harmonize cross-border privacy laws through initiatives or forums, digital trade chapters in free trade agreements, digital economy agreements, etc.

Nevertheless, the progress of privacy law harmonization remains limited. For instance, in the United States-Mexico-Canada Agreement (“USMCA”), the three countries agreed on a provision “[r]ecognizing that the Parties may take different legal approaches to protect personal information, each Party should encourage the development of mechanisms to promote compatibility between these different regimes.” However, they merely promise to “endeavor to exchange information on the mechanisms applied in their jurisdictions and explore ways to extend these or other suitable arrangements to promote compatibility between them.”

Similarly, on cross-border data transfer, although the USMCA obliges each country not to prohibit or restrict the cross-border transfer of information, it contains a broad exception if the prohibition or restriction is “necessary to achieve a legitimate public policy objective,” subject to the specified conditions. Other international economic agreements, such as CPTPP and DEPA, exhibit similar narratives. While major sovereigns have recognized the importance of harmonization of cross-border data flow and privacy law, they fail to take a step further.

Against the existing privacy law harmonization initiatives, we wish to note the associated central bank independence concern. While sovereigns
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208 For a discussion of the different approaches to establish cross-border privacy cooperation, see Arner et al., supra note 18, at 57-65.

209 For a discussion of the potential driving force and resistance of these cross-border privacy arrangements, see, e.g., Schwartz & Peifer, supra note 177.
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214 For instance, the Comprehensive and Progressive Agreement for Trans-Pacific Partnership (“CPTPP”) and Digital Economy Partnership Agreement (“DEPA”) contain similar provisions. See CPTPP, supra note 43 arts. 14.8(5), 14.11; DEPA, supra note 43 arts. 4.2(6), 4.3.

215 For a discussion of the obstacles to the transatlantic privacy law harmonization, see generally W. Gregory Voss, Obstacles to Transatlantic Harmonization of Data Privacy Law in Context, 2019 U. ILL. J.L. TECH. & POL’Y 405 (2019).
have started to explore methods\textsuperscript{216} to harmonize their privacy laws, they explore them mainly through trade or economic agreements, such as USMCA, CPTPP, or DEPA. This means that a sovereign’s trade negotiation agency is typically in the taking charge of negotiation, which risks marginalizing the central bank. The central bank will likely need the trade negotiation agency’s assistance to reach some progress on the privacy law harmonization related to CBDC. This operation inevitably allows the executive and legislative branches to interfere with the central bank’s operation.

V. CONCLUSION

In the coming years, CBDCs may innovate payment systems, reduce frictions of cross-border money transferring, enhance social welfare, and empower central banks. Nevertheless, these aspirations come with costs and problems. Many regulatory issues need to be addressed, particularly privacy protection. As most people would readily appreciate, unlike cash, digital cash like CBDCs can track trails of citizens’ transactions and, therefore, may infringe on citizens’ privacy. The issuing central bank might sometimes be required by its government or other agencies to share CBDC data, which subjects citizens’ privacy to significant risks. Some disciplinary safeguards must be in place to prevent that from happening, but the unsettled problem is how to design these safeguards without jeopardizing central bank independence.

This paper argues that there are three potential designs to credibly address privacy concerns of CBDCs in a domestic context, including an ex-post congressional oversight, a special independent supervisory institution, and a tailor-made data protection regime. We also recognize that building these domestic regimes requires legislative action. Still, many sovereigns may lack the political will to prioritize citizens’ privacy concerns over other potential utilities of CBDCs. Therefore, this paper also explores the possible role of the foreign legal framework and international regime in disciplining regulating issuing central banks and their governments under modern privacy protection laws. Notably, the so-called Brussels Effect, resulting in the unilateral and extraterritorial application of privacy laws, may play some role in disciplining issuing central banks. We anticipate that major sovereigns may start by exploring bilateral, plurilateral, or even multilateral dialogues to harmonize the impact. Applying modern privacy laws and proper supporting mechanisms may serve as effective disciplines on CBDCs and their issuing central banks.

\textsuperscript{216} These methods may include the recognition of regulatory outcomes, whether accorded autonomously or by mutual arrangement; broader international frameworks; appropriate recognition of comparable protection afforded by their respective legal frameworks’ national trustmark or certification frameworks; or other avenues of transfer of personal information between the Parties. See DEPA, supra note 43 art. 4.2(6).